
to a backup disk target. VMware has positioned VDR as a lower end backup
product.

MICROSOFT HYPER-V AND VSS
Thanks to VSS, Microsoft got data protection for Hyper-V right from the get-go.
In many ways, a VMware VADP backup cycle resembles backing up Hyper-V. 
A backup app dispatches a “quiesce” command to a Hyper-V VM via VSS to
flush data in memory to disk; VSS then takes a snapshot and removes the
freeze from the VM. Similar to VADP, the snapshot can then be replicated or
mapped to a dedicated backup proxy server. The “quiesce” can be extended 
to VSS-enabled applications within VMs, but requires the so-called backup 
integration service installed on the VM, akin to VADP requiring VMware Tools.
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Microsoft Volume Shadow Copy
(VSS) components

Component

Requestor

Writer

Provider

Source Volume

Storage Volume

Description

An application (e.g., backup application) that 
requests a volume shadow copy (snapshot) to 
be taken

A component of an application (e.g., Microsoft
SQL Server) that stores persistent information on
one or more volumes that participate in shadow
copy synchronization 

A component that creates and maintains the
shadow copies; a provider is included with the
latest Microsoft operating systems, and is also
available from software and storage hardware
vendors

The volume that contains the data to be shadow
copied

The volume that holds the shadow copy snapshots


