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Service provider takeaway: Service providers and value-added resellers can strengthen customers'  
antivirus protection strategies by taking these five steps. 

One of the most important security issues service providers and value-added resellers (VARs) can 
discuss with customers is their antivirus protection strategy. After all, viruses are an indiscriminate 
security threat. A lot of smaller companies don't worry about security because they are not likely targets 
for hackers. Viruses are so common, though, that infections can occur in big companies, small 
companies and at home. This Channel Checklist provides five steps to walk through with customers to 
gain a better understanding of their antivirus protection strategy and to help correct deficiencies.
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