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Auditing and Governance

Every organization is subjected to a level of governance and compliance, and this
governance comes hand in hand with auditing. As an organization, you must be able to
trace, track, and record different processes and operational steps to ensure that you as a
company are following set guidelines, laws, and regulations. You have to able to prove at
any given point that you as an organization are adhering to this level of governance, and
this is referred to as auditing. Therefore, auditing provides a means and method of
providing evidence to a third-party auditor that you meet specific criteria through
implemented controls and processes. Failure to comply with governance controls,
depending on the audit itself, can result in financial fines and/or criminal charges.

This chapter will look at some of the methods and AWS services that can play key parts in
maintaining this governance and how a level of auditing can be achieved. As a result, we
will be focusing on the following;:

e What is an audit?

Understanding AWS Artifact

e Securing AWS CloudTrail

Understanding your AWS environment through AWS Config

Maintaining compliance with Amazon Macie
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Technical requirements

To follow the examples and demonstrations, you must have access to an AWS environment
with elevated privileges to the following:

AWS Artifact
AWS CloudTrail
Amazon S3
AWS Conlfig

e Amazon Macie

For more information on how to access these privileges, please refer to chapter 4, Working
with Access Policies.

What is an audit?

There are many different types of audits that a third-party external auditor can assess your
organization on, for example, network security, data management, remediation
management, and change management are just a few. The auditors may conduct the
assessment by collecting evidence in a variety of ways, such as analyzing logs, physical
inspection, reviewing procedures, and general inquiries. Before we begin this chapter, let's
highlight some common audit compliance programs that you might see.

AWS complies with global compliance programs to meet the needs of its customers. A full
breakdown of the compliance programs that they are subjected to and have certification for
can be found at https://aws.amazon.com/compliance/programs/ .

The following are the global compliance programs that AWS adheres to:

ISO 9001 1SO 27001 ISO 27017 I1SO 27018
. Security .
CSA controls Global Quality Management Cloud Specific Personz.il Data
Standard Controls Protection
Controls
SOC 2: Security,
Report type SOC 1: Audit Controls|Availability, and SOC 3: General
porttyp Report Confidentiality Controls Report
Report

As you can see, many of these compliance programs focus on specific aspects of an
organization's processes, such as ISO 27017, which looks at Cloud Specific Controls, and
SOC 2, focusing on Security, Availability, and Confidentiality.

[309]


https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/
https://aws.amazon.com/compliance/programs/

Auditing and Governance Chapter 13

AWS also adheres to many other region-specific compliance programs, such as FedRAMP
and HIPAA in the US, G-Cloud (UK) in the United Kingdom, and many more!

In each of these compliance programs, there is a set of audit controls that need to be met.
For each control, evidence will need to be seen and collected to ensure that your
organization meets the criteria of that control. Once the auditor is satisfied with the
evidence, the audit control is classed as met. After each audit, a full report is carried out
stating the controls that were passed and the ones that were failed, highlighting any
certifications and accreditation achieved as a result of the audit.

Differences businesses, depending on the industry, need to follow different compliance
controls, and just because AWS adheres to certain controls does not mean that you as a
business running in AWS also meets those controls. You will be assessed on how you are
running your infrastructure, processes, security, management, and more, to also ensure that
you meet the controls required for your own audits conducted by external auditors.

With this basic understanding of what auditing is all about, let's now go one step further
and look at some of the methods and AWS services that can play a key role in achieving
this audit. Let's begin with AWS Artifacts.

Understanding AWS Artifact

Unlike other AWS services, AWS Artifact is not a service that you use to create a resource,
such as an EC2 instance, a database, or a VPC. Instead, AWS Artifact is an on-demand
portal to allow you to view and download AWS security and compliance reports, in
addition to any online agreements. But what are these reports and agreements exactly?

¢ Reports: These are the reports that have been undertaken by external auditors of
AWS, who have issued the relevant reports, certifications, accreditations, and
other third-party attestations.

e Agreements: These allow customers to review and then accept any agreements
that have been made with AWS that relate to your own individual account. If
your account is a part of an AWS Organization, then all of the agreements for all
accounts can be reviewed and accepted here in a central location, simplifying the
management of AWS agreements.

You can access these reports and agreements from the AWS Management Console itself.
Let's see how to do it.
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Accessing reports and agreements

Accessing these reports is simple and you can do it from the Management Console. Follow
these steps:

1. Log in to your AWS account and, from the AWS Management Console, click on
the Security, Identity and Compliance category.

2. Now navigate to the Artifact dashboard. You are presented with two options,
which help organize Artifact documents, these being Reports and Agreements:

— AWS Artifact
| Reports . . ) . .
4 AWS Artifact features a comprehensive list of access-controlled documents relevant to compliance and security in the
: AWS cloud.
Agreements

3. We'll look at Reports first, so click on it. Within the Reports section, you can find
artifacts that relate to specific compliance and security requirements, such as
SOC, PCI-DSS, IS27000 series, among many others. Here is a screenshot of the list
of artifacts available:

IS0 27001:2013 Statement of Applicability (SoA)
Reporting period: Valid from 11/05/2019 to 11/05/2020

The AWS 150 27001:2013 Statement of Applicability (SoA) indicates the IS0 27001 requirements applicable to AWS.

Get this artifact

IS0 27017:2015 Certification
Reporting period: Valid from 11/05/2019 to 11/07/2022

This cerfification, issued by an independent third-party auditor, validates that AWS complies with the 120 27017 implementation guidance of cloud-specific information security contrals that
supplement the IS0 27002 guidance and the IS0 27001 standard.

Get this artifact

ISO 27017:2015 Statement of Applicability (SoA)
Reporting perlod: Valid from 11/05/2019 to 11/05/2020

The AWS IS0 27017:2015 Statemnent of Applicability (Sod) indicates the IS0 27017 requirements applicable to AWS.

Get this artifact

ISO 27018:2014 Certification
Reporting period: Valid from 11/06/2019 to 11/07/2022

This cartification, issued by an independent third-party auditor, validates that AWS complies with the IS0 27018 implementation guidance of controis applicable to public cloud Personally
Identifiable Information (P} protection that supplement the 130 27002 guidance and the 150 27001 standard,

Get this artifact

IS0 27018:2014 Statement of Applicability (SoA)
Reporting period: Valid from 11/05/2018 to 11/05/2020
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4. Asyou can see, for each artifact there is a blue button that allows you to Get this
artifact. To view the artifact and download the document, you must select the
blue button and then sign a non-disclosure agreement (NDA) with AWS relating
to the information contained within the artifact. This NDA screen will look
something like the following;:

Terms and conditions for PCI DSS Attestation of Compliance (AOC) and Responsibility Su... %

This confidential document is subject to the terms of the AWS Artifact Nondisclosure Agreement (AWS Artifact NDA). You
must agree to the terms by checking the box at the end of this document before you can download the selected artifact.

The AWS Artifact NDA is not intended to replace any other NDA between you and Amazon. If you have a separate NDA
with Amazon that applies to the information provided in AWS Artifact, then that separate NDA will apply instead of the AWS
Artifact NDA (see Section 11 of the Artifact NDA).

AWS Artifact Nondisclosure Agreement

This AWS Artifact Nondisclosure Agreement (this "Agreement") is entered into by you or the entity you represent ("You") for
the benefit of Amazon.com, Inc. and its Affiliates including Amazon Web Services, Inc. ("AWS" and collectively, "Amazon"”).
If you have entered into a separate nondisclosure agreement with n that co

fidential infi . i by Artif Confidential Inf D —— ), t I
separate nondisclosure agreement will apply instead of this Agreement (see Section 11 below).

In connection with Customer’s provision or acquisition of products, services, or content to or from Amazon, Customer may
receive information on Amazon’s operations and businesses through the AWS online audit and compliance portal currently
referred to as AWS Artifact, or any successor service offered by Amazon (collectively, "AWS Artifact").

| % Print | Cancel | Accept and download y

5. Once downloaded, these compliance artifacts can then be submitted to your own
auditors to help achieve the level of governance and compliance that you need
for your infrastructure.
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6. Now let's move on to the Agreements dashboard. The Agreements section of
AWS Artifact allows you to review, accept, and manage agreements for your
account or organization such as the Business Associate Addendum (BAA) used

for HIPAA compliance:
| AWS Artifact @
Reports q
Accept agreements for your account or, if you have the eppropriate permissions, for all accounts that are part of your organization in AWS Organizations.
| Agr ts | .
| Account agreements | Organization agreements |
You are signed in fo the master aceount of an ization in AWS Cr i When tad, the followi apply only to your master account.
To manage agreemeants thal apply to all accouns in your ion, choose the O tab. Leamn more

» AWS Australian Notifiable Data Breach Addendum

» AWS Business Associate Addendum
Agreement state: Inactive

The AWE Business Associate Addendum [AWS BAA) is an agreement between you and AWS regarding the use of AWE Bervices in connacticn with personal
heaith information (PHI), as required by the Heaith Insurance Portebiity and Accountability Act of 1385 (HIFAA), Subtitle D of the 2003

Heatth infermation Technology for Economic and Clinical Health (HITECH| Act, and their implemanting regulations.
It is an addendum to the AWS Customer Agreement, or other agresment between you and AWS governing your use of AWS Services under this AWS account.

The terms of the AWS BAA are confidential and subject to the terms of the AWS Artifact NDA

IMPORTANT: This AWS BAA is scecific to this AWS account, and upon accepiance will apply enly to PHI in this AWS account.

I you have multipla AWS accounts and Intend to Include PHI in any other AWS accounts, you MUST iog In to AWS Artifact under each of those AWS accounts
individually and eccept a secerate AWS BAA before using them in connection with PHI.

When you include PHI in this account, YOU MUST (1) use only HIPAA Eligible Services in connection with PHI, and (2) encrypt all PHI in-transit and al-rest,
MNOTE: AWS Sendces are not HIPAA eligicle when running lecally on AWS Outposts.

. Download and roviow tho AWS B A Addend

| have downinaded, read, and agree to the tarms of the AWS BAA
| undarstand and agres that the terms of the AWS BAA are confidential and subject 1o the AWS Artifact NDA
| agree to designate this AWS account as a HIFAA Account under the terms of the AWS BAA

You must download and review this agreement before you can accept it.

» BEEYGRICRT SAWSHAS I —T VU — A MEESH

Account agreements shows any agreements that have been associated directly with your
AWS account that you are currently viewing. If your account is the master account in an
AWS Organization, then you will be able to view all of the account agreements for all
member accounts using Organization agreements.

In this section, I explained how AWS Artifact can be used to help you provide reporting
and agreement evidence from AWS to your auditors as and when required. This can be
used in conjunction with your own evidence and reports gathered across your own
infrastructure, which is what we will move on to next, starting with AWS CloudTrail.
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Securing AWS using CloudTrail

In the previous chapter, I explained how you can create a new trail and configure logging
mechanisms for AWS CloudTrail, in addition to diving into detail about the information
captured, which provides great insight from an auditing perspective. However, here I just
want to look at and highlight some of the best practices from a security perspective when
configuring CloudTrail.

As we know, AWS CloudTrail is a great service to track and record all API activity on your
accounts, which, as expected, can contain some very sensitive information that you would
want to restrict access to. CloudTrail stores its logs in Amazon S3 by default, but as
discussed previously, these can also be sent to CloudWatch Logs.

You may have heard over the past few years a lot of emphasis on Amazon S3 security
controls, largely due to a string of data breaches where sensitive information had been
exposed and was accessible to public users with malicious intent. However, much of this
exposure was simply down to a lack of understanding from users of S3 about utilizing the
available security controls that Amazon S3 offers, rather than a security design fault in the
service itself. As a result, extra care should always be taken when storing sensitive
information in any cloud storage. Thankfully, AWS has implemented further security
enhancements, and in addition to an increase in user awareness of the service, it has helped
prevent such accidents from happening since.

With this in mind, extra security controls on your CloudTrail data should be implemented.
For example, you should always choose Encrypt log files with SSE-KMS in addition to
selecting Enable log file validation. Let's see why these selections are important over the
next two subsections.

The screenshots in the next section are taken from the configuration screen
of an AWS CloudTrail trail. For more information on how to set up a trail,
please see Chapter 12, Implementing Logging Mechanisms.

[314]



Auditing and Governance Chapter 13

Encrypting log files with SSE-KMS

I will cover the full extent of the different S3 encryption options, in addition to how KMS
works, in Chapter 16, Managing Key Infrastructure. However, at this stage, all we need to be
concerned with is that it's possible to encrypt our CloudTrail logs files using either an
existing or new KMS key. This is a very easy feature to enable as it's simply a checkbox and
a KMS key selection:

Encrypt log files with SSE- ® Yes © No (i ]
KMS

Create a new KMS key Yes © No

KMS key* Enter KMS alias (i ]
KMS key and 83 bucket must be in the same region.

By doing so, all of your CloudTrail log data at rest will be encrypted unless you have access
to the kms : decrypt action for the selected KMS key, in addition to access to the S3 bucket
where your logs are stored. Adding this level of encryption ensures that only someone with
access to decrypt the file can access the sensitive information that can be found within your
log files. Due to the amount of information that can be contained in your CloudTrail log
files, you will want to restrict access to them as much as possible, and this level of
restriction might even be required to pass an audit control during an assessment.

Enabling log file validation

This checkbox is especially useful when you need to perform some forensic investigation
into a security threat as it ensures that your log files have not been tampered with or
modified at all from when they were written to your bucket in Amazon S3. To enforce this
validation, CloudTrail uses algorithms such as SHA-256 for hashing and SHA-256 with
RSA for digital signing:

Enable log file validation @® Yes No (5 ]
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Every time a new log file is delivered to S3 with validation enabled, CloudTrail will create a
hash for it. In addition to this, and once an hour, CloudTrail will also create another file
called a digest file that references each and every log file that was delivered within that
hour, along with the associated hash. These digest files are signed using a private key of a
public/private key pair used by CloudTrail for that region. Using the associated public key,
you can then validate the digest files, which are stored in the same S3 bucket as your logs
but in a different folder.

If you have read access to the bucket and you have not moved the files from their original
bucket, then you can perform the validation by entering the following command using the
AWS CLI:

aws cloudtrail validate-logs ——-trail-arn <trailARN> --start-time <start-
time>

Additionally, you can add the following options to this command:

[-—end-time <end-time>] [--s3-bucket <bucket-name>] [--s3-prefix <prefix>]
[-—=verbose]

These allow you to narrow your selection using specific parameters such as a set bucket
name, prefixes, and time constraints.

For a full listing of all the results and what they mean, please refer to the
table within the AWS documentation at: https://docs.aws.amazon.com/
awscloudtrail/latest/userguide/cloudtrail-log-file-validation-
cli.html.

In addition to the aforementioned controls, you should also limit and control access to the
S3 bucket in which the CloudTrail logs are stored. In addition to JAM permissions, limit
access using bucket policies to only those who require access due to the sensitive
information that can be found in the logs, which could, if accessed by a malicious user,
provide a lot of information about your infrastructure, and potentially help to identify
weak spots in your environment that could be used against you.

Auditing and governance do not simply require you to implement a level of logging, such
as you can with AWS CloudTrail, but some audits will require you to demonstrate that you
are restricting access to these logs as to ensure they do not become compromised and used
as a method of gaining intelligence of intrusion. So, this section will be extremely helpful as
you try and enforce additional control of your AWS CloudTrail logs.

Next, I want to move focus on to another service, AWS Config, which works in conjunction
with AWS CloudTrail.
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Understanding your AWS environment
through AWS Config

With the number of services rising each year in AWS (currently at 168 services at the time
of writing), it’s easy to comprehend how difficult it can be to have an understanding of
what resources you might be running within your environment. How can you keep up
with what instances you have running and where, what are they running, and the resources
still needed? You might be running infrastructure that’s no longer required that got
overlooked in among the thousands of virtual devices that are in production.

With the huge network of resources running within your account, do you have a clear
understanding of which resource is connected to which? What ENI is connected to which
instance? Which subnet is that instance running in? Which subnets are connected to which
VPCs? Do you have a logical mapping of infrastructure that quickly and easily allows you
to identify a blast radius should an incident occur, or visibility into resource dependencies
should you change your configuration?

On top of that, do you know their current state of configuration? Are you certain they are
running the latest patches, or is there a chance that some of your infrastructure is exposed
and has been left vulnerable to potential security threats?

If someone makes a change to your infrastructure and environment, do you have an
accurate record of that change, what changed, and when it changed?

Going back to compliance, how can you be assured that the resources that you are
deploying and keeping meet compliance needs as dictated by both your internal and
external controls and processes?

Answers to all of the above questions are generally required when performing audits, but
gaining this information can be very cumbersome in traditional IT deployments, let alone
cloud environments, which by their very nature are far more dynamic and are subject to a
far higher rate of change. However, AWS is aware of these audit and compliance
requirements and has an AWS service called AWS Config to help you address many of
these questions in an automated, auditable, and compliant way.

For a comprehensive walk through of how to configure AWS Config, please see: https://
docs.aws.amazon.com/config/latest/developerguide/gs—console.html. In this book, I
want to focus more on the different components of AWS Config, and how they operate to
help you understand how the service works and provides a level of auditing and
governance checks. So, once you are set up, come back here to explore the various
components of AWS Config.
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To understand how AWS Config can help you achieve these results, let me explain some of
the components of the service, which include the following;:

¢ Configuration items

e Configuration streams

¢ Configuration history

¢ Configuration snapshots
¢ Configuration recorder
e Config rules

¢ Resource relationships

¢ Config role

Let's begin with our first component — configuration items (CIs).

Configuration items

This is a fundamental element of AWS Config and is essentially a JSON file containing
point-in-time snapshot information on the configuration data of attributes of a specific
AWS resource within your environment that is supported by AWS Config (a full list of
supported resources can be found at: https://docs.aws.amazon.com/config/latest/

developerguide/resource-config-reference. html).

These attributes include its current configuration, any direct relationships the resource has
with other resources, metadata, and events. A new Cl is updated every time a change is
made on that resource, for example, when a create, update, or delete API call is made
against the resource.

To understand more about the construct of a CI, a table containing a list of components of a
configuration item can be found within the AWS documentation at: https://docs.aws.
amazon.com/config/latest/developerguide/config-item-table.html. Let's go over the
components one by one:

¢ The Metadata section contains information and data about the configuration item
itself.

e The Attributes section focuses on the data of the actual resource that the CI
relates to.
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¢ The Relationship section holds data related to any connected resource, for
example, if the CI related to a subnet, the relationship could contain data related
to the associated VPC the subnet was a part of.

e The Current Configuration, as the table explains, shows the same information
that would be generated if you were to perform a describe or 1ist API call
made by the AWS CLIL

These ClIs are effectively building blocks of AWS Config and are used by many other
components of the service. Let's continue to see how these work together.

Configuration streams

When a change against a resource occurs in your environment, and as a result a new Cl is
created, then the CI is automatically added to a configuration stream, which is essentially
an SNS topic. During the configuration of AWS Conlfig, you can specify the SNS topic to be
used for your stream:

Amazon SNS topic

|¥*'  Stream configuration changes and notifications to an Amazon SNS topic.
A If you choose email as the notification endpoint for your SNS topic, this can cause a high volume of email. Learn more.

Create a topic
® Choose a topic from your account

Choose a topic from another account @

Topic name* config-topic v

This enables you to monitor the stream and customize notifications for changes occurring
to resources, helping you to identify potential issues or security incidents that are
unexpected.
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Configuration history

This is especially useful when it comes to audits and provides a complete history of all the
changes made to a resource. By collating the ClIs for a resource, AWS Conlfig is able to
assemble a history of modifications to that resource. The history of your resource can be
accessed via the AWS CLI or via the AWS Management Console as a timeline of events.
Also, as a part of the process, AWS Config will store a configuration history file of each
resource type in an S3 bucket that is selected during the configuration of AWS Config.

Here, you can see the configuration history of an EC2 security group. It shows the date and
time of any changes to the resource:

EC2 SecurityGroup sg-0039bcb3851a969a3 Manage resource (7| ©
on January 29, 2020 3:00:00 PM Greenwich Mean Time (UTC+00:00)

Configuration timeline Compllance timeline

26.3'»:“« 2018 26%«201& 26’-¥skmmw 2019

ebhanges . ot;:hsngfa

Using the AWS Management Console, you can select these changes and dive deeper to
understand what element changed. Also, following a security incident or an outage, this
history can be very useful to determine the timeline of events that led to the incident and
can help you resolve it quickly and effectively.

Configuration snapshot

Again, using the building blocks of AWS Config, new Cls will be created allowing for a
configuration snapshot to be constructed to get a point-in-time image of your AWS
environment of all supported AWS resources with AWS Config in a particular region. This
snapshot can be initiated by running the AWS CLI deliver-config-snapshot command
and the results will be sent to your predefined Amazon S3 bucket.
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Configuration recorder

You can think of the configuration recorder as the on and off switch for the AWS Config
service. You must first enable the configuration recorder before the service can start
creating your configuration items (CIs). When you first configure AWS Config, the
configuration recorder is automatically started, but once started, you can stop and re-enable
it at a later date:

Settings ©
Specify the types of AWS resources you want AWS Config to record, the Amazon 53 bucket 1o which It sends flles, and the Amazon SNS toplc to which |t sends
notifications. Aeview the pricing page before you start.

Resource types to record

Select the types of AWS resources for which you want AWS Config to record configuration changes. By default, AWS Config records configuration changes for all
supportad resources. You can also choose fo record configuration changes for supported global resources in this region

Al resources +| Record all resources supported in this ragion €@
« Include giobal resources fe.g., AWS IAM resources) @

Specific types
Amazon S3 bucket*

‘Your bucket receives configuration history and configuration snapshot files, which contain details for the resources that AWS Config records,

Create a bucket
@® Choose a bucket from your account
Choose a bucket from another account @

Bucket name™ | config-bucket-730739171055 /| Prefix {optional) { AWSLogs/ 707391 71055/Config/eu-west-1

This shows the initial configuration screen and allows you to select the resource types that
you want AWS Config to record. If you uncheck the Record all resources supported in the
region, then you will be able to select from a drop-down list of Specific types, an example
of which can be seen here:

Resource types to record

Select the types of AWS resources for which you want AWS Cenfig to record configuration changes. By default, AWS Config records configuration changes for all
supported resources. You can aiso choose to record configueation changes for supported global resources in this region

All resources Record all resources suppaorted in this region

Specific types

Elasticsearch
Amazon S3 bucke W

Group

Your buckel receives
Policy

Create a bucket
Rale.

® Choose a bucket]

Liser

Choose a bucket
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With your chosen resources selected and the destination S3 bucket selected to store your
configuration history and snapshot files, the configuration recorder can begin resource
changes.

AWS Config rules

From a compliance perspective, AWS Config rules are a great feature and should be
implemented whenever you use AWS Config. Backed by AWS Lambda functions
performing simple logic, Config rules automatically monitor your resources to ensure they
are meeting specific compliance controls that you might need to introduce within your
AWS environment. If a resource is found not to be compliant, you will be notified via SNS
and the configuration stream, allowing you to take corrective action.

With Config rules, you can enforce a consistent deployment and configuration approach,
ensuring all resource types are following set criteria, regardless of who or when the
resource was deployed.

There are two types of Config rules available: those that can be custom defined, and those
that are predefined and managed by AWS. These AWS rules are ready and available to use to
save you having to create your own from scratch.

Let’s take a look at how you can set up AWS Config rules to help with the compliance of
your infrastructure.

Please note, you must have already set up and configured AWS Config
(see the Configuration recorder section for more information).

1. Log in to the AWS Management Console and navigate to AWS Config under the
Management and Governance category.

2. From the menu on the left-hand side, select Rules:

v Lontig

Dashboard
Conformance packs
| Rules
Resources
Advanced query
Settings
Authorizations
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3. To add a new rule, select Add Rule:

Rules

Rules your desired

Compéance status »

Manage remediation View details

Compliance

seftings. AWS Config evaluates whether your rescurce conflgurations comply with relevant rules and summarizes the results in the following tabie.

Remediation action

Mo rufes. Click Add rufe 10 create a e

4. From here, you will be presented with a list of pre-configured AWS-managed
rules. You can filter on these rules using the search box. As shown in the
screenshot, I have searched for S3 and it has returned all compliance checks that
relate to S3, of which there are 14. So it’s likely that there is a compliance check
that already exists that you are looking for, or at least a very similar one:

Add rule

© Add custom rule
s

Add rules to define the desired configuration settings of your AWS resources, Customize any of the following rules to suit your neads, or add & custom rula.
To add a custom rule, you must create an AWS Lambda function for the rule.

[=

]_ «

< Wiewing 1 - 9 of 14 AWS managed rules >

»

cloudtrail-enabled

Checks whethar AWS CloudTrail is enabled in
your AWS accourt. Optionally, you can
specify which 53 bucket, SNS topic, and
Amazon CloudWatch Logs ARN to use.

cloudtrail-s3-c bled

cloud h-alarm-resource-check

Checks whether at least one AWS CloudTrall
trall Is logging Amazon §3 data events for all
53 buckets. The ruie is NON_COMPLIANT if
trails log data events for 53 buckets Is not

Checks whether the specified resource type
has & CloudWatch slarm for the specified
metric, For resource type, you can specify
EBS volumes, EC2 instances, RDS clusters,

GloudTrall , Perndic

53 . ClounTred . Data Eveni . Event Selactors

ClhoudWWatch

s3-accou QEPWFDLﬁiBWSE-_:.

Checks whether the required public access
biock settings are configured from account
level. The rule is NON_COMPLIANT when the
public access biock settings are not

83

53-bucket-policy-grantee-check

| s3-bucket-blacklisted-actions-prohibi. ..

Checks that the 53 bucket policy does not
aliow blacklisted bucket-level and object-level
actions for principals from other AWS
Accounts. Tha rule is non-compliant if any

53 . Zelkova

83-bucket-palicy-not-more-permissive

s:iau.lcket-logg_ing-embied

Chacks whether iogging is enabled for your
53 buckets,

s3-bucket-public-read-prohibited

Checks that the access granted by the
Amazon 33 bucket is restricted to any of the
AWS principas, federated users, service
principals, 1P addresses, or VPCs that you

53, Zokova

Verifies that your Amazon 53 bucket policies
do not allow other inter-account permissions
than the conirol $3 bucket policy that you
provide.

3. Zalkowa

Checks that your 33 buckats do not allow
public read access. If an 53 bucket policy or
bucket ACL allows public read access, the
bucket & noncompliant.

53 . Zelkova
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If there isn’t a rule that matches your requirements, then you can select the Add
custom rule button, which will allow you to select a Lambda function that will
perform the logic of your compliance check. So, if you are familiar with AWS
Lambda and are confident in the creation of a function, then you can create your
own checks to fit your exact compliance needs.

5. For this demonstration, I am going to select the existing pre-configured AWS-
managed Config rule s3-bucket-server-side-encryption-enabled. This will
evaluate my S3 buckets to check which ones do not provide default server-side
encryption:

s3-bucket-server-side-encryption-ena...

Checks that your Amazon S3 bucket either
has S3 default encryption enabled or that the
S3 bucket policy explicitly denies put-object
requests without server side encryption.

53, Zelkova

6. Once you have selected your Config rule, you are able to view its configuration
and make additional configurational changes:

Add AWS managed rule

AWS Config evaluates your AWS resources against this rule when it is triggered.

Name* | s3-bucket-server-side-encryption-enabled

A unique name for the rule. 128 characters max. No speclal characters or spaces.

Description = Checks that your Amazon S3 bucket either has S3 default encryption enabled or that the S3 bucket
policy explicitly denies put-object requests without server side encryption.

Managed rule name | S3 BUCKET_SERVER_SIDE_ENCRYPTION_ENABLED i ]

Firstly, you will be able to change the Name and Description to something more
meaningful if desired. The Managed rule name section is protected and can’t be
changed. This is the actual Lambda function that is involved when the
compliance check is run.
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7. Next, you can configure the Trigger section:

Trigger

AWS Config evaluates resources when the trigger occurs.

Trigger type* (| Configuration changes [ | Periodic @

Scope of changes* ® Resources () Tage (/ Allchanges @

Resources* || s3. Bucket x

| Resource identifier ({optional)

This rule can be triggered only when recorded resources are created, changed, or deleted. Specify which resources are
recorded on the Settings page.

Here, you can make changes to affect how and when the compliance check is
invoked. As this is a managed rule, the Trigger type is automatically set,
however, if you were to create your own compliance check, you would be able to
specify whether you wanted the check to trigger for every configuration change
relating to the associated resources, or on a periodic basis regardless of any
configuration changes in your environment.

Scope of changes allows you to specify the resources that you want the check to
be associated with. As this is a check specifically to check the encryption status of
S3 buckets, the scope of changes has been restricted to S3 buckets only.

8. Next, you have the ability to configure remediation options:
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Choose remediation action

The execution of remediation actions is achieved using AWS Systems Manager Automation. Choose from a set of AWS recommended remediation
table.

Remadiation action | gamadiation action v

Auto remediation | Yes @ No

¥ou can specify tho percentage of FeEOURCOE AJ&NE1 which SSM 00CUMENTs aro executad at a tma and aiso the

Himiis percentage of falled S5M executions for whicn the entire batch 3 marked as falked

| Concurrent Execution Rate | Error Rate
Resource ID parameter | n‘a - |

Parameters Every parameter has either a static value or a dynamic value. By default, the dynamic vaiue is no-
resource type. Only when the dynamic value is nc-resource type, you can enter a static value.
Alternatively, you can choose a resource type from the dynamic value drop-gown list. Upon choosing a
dynamic value, the static value is cleared (if prasent) and grayed. Dapanding on the remadiation action,
wou will see either spaclfic parameters or no parameters,

* Required fislds

Daieta remad|atlon action

It remidiation Is in progress, the remediation action is not delsted.

The Remediation action is a drop-down list of pre-configured automated
remediation actions carried out by AWS Systems Manager Automation. An
example use of this could be if you were checking to make sure EBS volumes
were encrypted, and your compliance check found out that a volume wasn’t, then
you could select the following remediation action of AWS-

DetachEBSVolume. This would prevent anyone from having access to the
insecure EBS volume, allowing you to rectify the problem:

Remediation action

AWE-DeleteEbsYolumeSnapshots
AWS-Deletelmage

AWS-DalataSnapshot

AWS-DisablePublicAccessForSecurityGroup
AWS-DisableS3BuckatPublicReadWrita
AWE-EnebleCloudTrail

For this demonstration, I will leave the remediation action empty and will set the
Auto remediation option as No, and all other options will be left as their default.
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9. Once your configuration changes have been made, select the blue Save button.
Your new rule will then begin its evaluation based on your configuration
settings:

Rule name Compliance

s3-bucket-server-side-encryption-enabled Evaluating...

10. If any non-compliant resources are found, it displays its findings as shown. As
you can see, this rule has found eight non-compliant S3 buckets:

Rule name Compliance

s3-bucket-server-side-encryption-enabled 8 noncompliant resourca(s)

11. By selecting the Rule, we can dive deeper to find out exactly which resources do
not provide the level of encryption required:

Description  Checks that your Amezon 53 buckst either has 53 dafault encryption enabled or that the 53 bucket policy explicily denles put-object requests without ssrver side encryption.|
Trigger type | Configuration changes
Scope of changes  Resources
Riegource types 53 Buckst
Auto remediation  Off

Config rule ARN g e west-1:7307 381 71055 eon) - rule-tedhg
Parameters il

Overall rule status  Last successful iInvocation on January 30, 2020 at 1:46:02 PM @
Last successhul evalustion on Januasy 30, 2020 at 1:46:02 PM &

Choose resources in scope
Resourmes in scope represent those resources whare this nuie s being applied to and ther complance status.

Cormypiarink S x 2  Remove exceptions Resource actions.
Noncamgiant - —
Resource ID REsource typs Aesource compliance status Action status
nsambdabucker 53 Bucknt Noncompliant na
camuin 83 Buckst Moncomplant nfa
cioudfrontaccassiogs-ca 53 Bucket Nencomplant nfa
cloudtrailpackt 53 Buckst Moncomplant na
config-bucket-T307381 71085 53 Bucket Menecemphant nfa
elasficheanstalk-eu-west-1-TI0TIT10E5 ‘83 Buckst MNoncomplant nfs
firstbucketionsty 53 Buckst MNencomplart nim
stulambdabucket 53 Bucknt MNoncompiant n'a

12. Using this information, we can easily uncover which buckets are affected and can
choose to take any action that might be necessary.
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Using AWS Conlfig rules gives you the ability to very quickly and easily have a level of
automated checks to help with your overall security posture and compliance. This also
helps protect against any accidental human errors that have been made that might
otherwise have gone unnoticed and could potentially have led to exposure or a
vulnerability of some sort.

Resource relationships

The resource relationship component builds a logical mapping of your resources and their
links to one another. Let's run through a quick example:

1. Select one of the resources from within AWS Contfig, for example, a particular
subnet:

Resource inventory

Search for existing or deleted rescurces recorded by AWS Config. For a specific resource, view the resource details, configuration
for a specific resource. The resource compliance timeline allows you to view compliance status changes. To query your resource

(@ Resources Tag () Gompliance status

EC2: Subnet v | Resource identifier (optional)

Includs deleted resources

Resource actions ~

Resource identifler - Resource type

() subnet-099a5¢132864a664d EC2 Subnet

2. Now navigate through to the configuration timeline. From here, you can see the
Relationships section:

+ Relationships o

EC2 NetworkAc] EG2 VPG

acl-92bB40fd [ vpe-f495a200 (2
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3. You can now clearly see which EC2 Network ACL and which VPC this subnet
belongs to, and can quickly and easily select either of these resources to then
navigate to the configuration timeline of that resource, for example, the EC2

VPC:

~ Relationships )

EC2 NetworkAc!

acl-03ebBe27B047elabb [
anl-0h7383e936398306¢
acl-0bbAf3b90u2587 el

acl-0dnd20690eb06fe7S (£

EC2 Networkinterface

enl-093a4bcc?5385dEcd

EC2 InternetGateway

igw-21268a45 (&

EC2 RouteTable
rib-05331822fdd6cadfd
rth-094038h1 Sag09dazd ()
rth-08d2ed 1681 bdfoofa

rin-Oa7ea192f7sM 7715 (&

EC2 SecurityGroup

sg-00601054902787d99 2
50-015381356e846849¢
8g-01610086c08781bba

50-0412bb74bd0888dec [

acl-0f6echadssebfadlsl & rtb-31be7256 [ sg-D4aBlaldc67edanso [

¢ Pagetof2 > % « ¢ Pageiof2 » » « ¢ Pagelof3 > o

Here, we can see all the relationships that this VPC has, and so it becomes a very powerful
tool to help you understand your logical mapping of resources very quickly and easily.

AWS Config role

During the configuration of AWS Config, you will be asked to specify a role:

AWS Config role*
Grant AWS Config read-only access to your AWS resources so that it can record configuration information, and grant it permission to send this information to
Amazon S3 and Amazon SNS.

® Use an existing AWS Config service-linked role

Choose a role from your account

As stated in the screenshot, this is used to allow AWS Config to gain read-only access to
your resources to record CI data. It will also be used to publish data to both your selected
SN topic for your configuration stream and your S3 bucket to store configuration history
and snapshots. You can use an existing role within your AWS account, or allow AWS
Config to select an existing service-linked role.

Now that we have seen the various components of AWS Config, let's briefly understand the
Conlfig process, which will help us understand how these components work together to
provide the information necessary for the audit.
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The AWS Config process

Before moving on to the next section in this chapter, let's just review the AWS Config
process:

1. You must first configure elements of AWS Config, which in turn enables the
configuration recorder to begin capturing and recording changes within your
environment.

2. AWS Config will then actively identify and discover resources based upon your
configuration.

3. For any changes, creations, and deletions of supported resources made within
your environment where AWS Config is running, a configuration item will be
created.

4. This change will be sent to the notification stream (SNS topic).

5. If you have any Config rules configured for managing compliance, AWS Config
will evaluate any changes made to your environment and assess that change for
any non-compliance. If a change of compliance state occured, a notification will
be sent to the notification stream.

6. Should a configuration snapshot be initiated, a point-in-time snapshot of your
environment will be captured and the output delivered to your predefined S3
bucket.

7. AWS Config will periodically update its configuration history for each resource
type, which can be viewed via the AWS Config dashboard within the
Management Console, in addition to reviewing the output stored in your
designated S3 bucket.

As you have seen, AWS Config is a great service to help you manage your resources from
an auditing perspective. It can provide you with a timeline of events, saving resource
history, changes, and relationships. As an auditing tool, this is highly effective and can be
used to provide a significant amount of auditing evidence during an audit being performed
by a third party.

Now let's move on to another service that can be used to help you with your compliance
program by protecting personally identifiable information (PII) - Amazon Macie, which
tightly integrates with Amazon S3.
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Maintaining compliance with Amazon Macie

Amazon Macie is a managed service, backed by machine learning, that provides an
automatic way of detecting, protecting, and classifying data within your S3 buckets. By
reviewing and continuously monitoring data object access patterns in S3 and associated
CloudTrail log data, Amazon Macie can identify and spot any irregular or suspicious
activity that sits outside of what Macie would consider familiar operations, potentially
identifying a new security threat.

Some useful features of Amazon Macie include the following;:

¢ The ability to use natural language processing (NLP) techniques to interpret
data stored in S3, helping to classify it. To learn more about NLP, please
visit https://en.wikipedia.org/wiki/Natural_language_processing.

e The ability to spot changes to specific security policies and ACLs that might
affect who has access to your S3 bucket.

e The ability to categorize information, including sensitive security data such as
personally identifiable information (PII), protected health information (PHI)
data, access keys, and API keys.

¢ Customized configuration, allowing you to set and assign business values to
certain types of data using a risk score. Depending on your business and what’s
considered critical, you can set your own values on what you consider a risk.

One of the key components of Amazon Macie is how it classifies data to help determine its
level of sensitivity and criticality to your business. I now want to explain more about these
classifications next.

If you would like to enable Amazon Macie, please refer to: https://docs.

aws.amazon.com/macie/latest/userguide/macie-setting-up.html.

Classifying data using Amazon Macie

Amazon Macie classifies data through a series of automatic content classification
mechanisms. It performs its classification using the object-level API data events collated
from CloudTrail logs.

There are currently five different levels of classification at the time of writing this book.
Four of them can be seen from the Amazon Macie console from within the AWS
Management Console, which can be enabled/disabled, and are shown as follows:
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Classify data

Review and enable or disable the following settings that Macie uses to classify your monitored S3 objects. Learn more

=

Content type File extension

Classify your S3 objects by content type, using an identifier Classify your S3 objects by file extension. Macie offers a set of
embedded in the file header. Macie offers a set of managed managed file extensions. As Macie classifies your data,it
content types. As Macie classifies your data, it automatically automatically determines the file extension of every S3 object.
determines the content type of every S3 object. Learn more Learn more

Theme Regex

Classify your S3 objects by theme. Macie offers a set of managed Classify your S3 objects by regex. Macie offers a set of managed
themes. As Macie classifies your data, it automatically determines regex. As Macie classifies your data, it automatically determines
the theme(s) of every S3 object. Learn more the regex of every S3 object. Learn more

First, we will go over the fifth type, which cannot be managed from the console.

Support vector machine-based classifier

The fifth type, support vector machine-based classifier is managed entirely by AWS with
no modifications of any type and so is hidden from the console. This classifies each of your
objects stored in S3 by analyzing the content within each object, in addition to its metadata,
such as document length. Examples of these classifications include the following:

e Financial

e Application logs

e Web languages

¢ Generic encryption keys

For a full list and breakdown of the full list of classifications, please see
the AWS documentation found: https://docs.aws.amazon.com/macie/

latest/userguide/macie-classify-objects—-classifier.html.
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Content type

This classification looks at the classification of the actual file that is being stored, using an
identifier that’s embedded in the file header of the object. As an example, this classification
could be identified as a document or source code. Each object stored is associated against a set
of predefined content types, which would also indicate its risk factor.

A sample of these content types can be seen here, taken from the Management Console:

Content types

Name = Description Classification  Risk  Enabled

application/cap WireShark or Tcpdump Packet Capture Binary & Yes &

application/epub+zip

application/illustrator

application/java

application/java-archive

application/java-serialized-object

application/java-vm

application/javascript

application/{son

application/msaccess

application/msexcel

application/epub

Adebe llustrator

Binary (Java)

application/java-archive

application/java-serialized-object

application/java-vm

application/javascript

JSON

application/msaccess

Microsoft Excel

Document

Document

Source Code

Source code

Source Code

Source Code

Document

Plain Text

Data Records

Document

Yes

As you can see, there are five different fields that are used in this classification method. The
Name and Description fields define the file type that's associated with the object, such as a
Microsoft Excel file, as seen in the last row of the excerpt of the preceding screenshot. The
Classification is what Amazon Macie determines the file classification to be, such as binary,
document, plain text, and so on. In the Microsoft Excel example, the classification is
identified as Document.

When looking at the Risk column, it is rated from 1 to 10, with 10 carrying the highest risk.
Again, our Excel document carries a low risk of just 1. For each of the content types, you
can choose to have these enabled or disabled, and it's worth pointing out that this is the
only value that you can change for each classification type by clicking on the pencil symbol.
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File extensions

Quite simply, instead of looking at the content type of the object, as in the previous
classification, this determines a classification based upon the actual file extension of the
object. A sample of these file extensions can be seen here:

File extensi

Name “ Description Classification  Risk Enabled

7z 7-Zip compressed file Archive and 3 Yes &
compressed

abc SolidWorks CAD Design 5 Yes &

accdb Microsoft Access database Data records 6 Yes &

apk Application installable on Android Archive and 1 Yes &
compressed

bat Batch file Source code 5 Yes #

bin Compressed archive. Readable by Java. Extractable by 7-zip  Archive and 3 Yes &
compressed

bz2 Bzip2 compressed archive Archive and 3 Yes s
compressed

bzip2 Bzip2 compressed archive Archive and 3 Yes &
compressed

4 C source code Source code 5 Yes r'd

The first column, Name, shows the actual file extensions that are supported by Macie, for
example, we can see that a bat file is a Batch file (as per the Description field). The
classification is then determined for each file extension, for example, Archive and
compressed, Design, Data records, Source code, Keychain, Executable, and Email data.

Risk, again, ranges from 1 to 10 (10 being the highest risk) and each classification can either
be enabled or disabled.
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Themes

Classification by themes is very different compared to both content type and file extension.
With themes, a classification is made using a list of predefined keywords that exist within
the actual content of the object being stored. Using themes, Amazon Macie can assign more
than one theme if multiple themes are detected within the object:

Themes

Theme title * Minimum keyword combinations Risk Enabled

American Express Credit Card Keywords 1 1 Yes Q #
Attorney Client Privileged 2 5 Yes Q #
Audit Keywords 3 2 Yes Q #
Banking Keywords 1 1 Yes Q #
Big Data Frameworks 2 4 Yas Q #
Cisco Analysis Keywords 1 2 Yes Q #
Confidential Markings 2 5 Yes Q #
Corporate Growth Keywords 3 5 Yes aQ #
Corporate Project Plan 3 3 Yes Q &
Corporate Proposals 3 2 Yes Q ¢
Credit Card Keywords 1 1 Yes Q #
Encrypted Data Keywords 1 5 Yes Q #
Financial Keywords 1 1 Yes Q #
Hacker Keywords 2 1 Yes Q #
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Theme title identifies the type of keywords that are associated, for example, Encrypted
Data Keywords. Minimum keyword combinations shows how many words must exist
within the object from the associated theme title for it to be classified with the related Risk.
So, for example, there must be two keyword combinations from within the Big Data
Frameworks theme title for it to be associated with that theme and associated a Risk level
of 4. If you select Theme Title, you can view the keywords that are searched for that theme:

Edit theme details

Theme title

Big Data Frameworks

Description

Big Data Frameworks

Classification

Training set keywords

mapreduce, map reduce,HDFS, kafka,zookeeper,hadoop, tika,cassandra,mahout, hbase, lambda

Minimum keyword combinations

2
Risk
4

Enabled

Yes - this theme is active

As you can see, the training set keywords that exist for the Big Data Frameworks theme
include mapreduce, map reduce, HDFS, kafka, and zookeeper to name a few.

Again, the Risk level ranges from 1 to 10 (10 being the highest risk) and each theme title can
be enabled or disabled.
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Regex

Regex classifies an object based upon regular expressions, again found within the content of
the object itself. It looks for a string of specific data or data patterns before associating a risk
level:

Regex
Min number of

Name “ Classification ~ matches Risk  Enabled

Arista network configuration Regex 1 7 Yes Q #
BBVA Compass Routing Mumber - California Regex 1 1 Yes Q #
Bank of America Routing Numbers - California Regex 10 1 Yes Q #
Box Links Regex 1 3 Yes Q
CVE Number Regex 1 3 Yas Q #
California Drivers License Regex 10 1 Yes Q #
Chase Routing Numbers - California Regex 50 1 Yes Q &
Cisco Router Config Regex 3 9 Yes Q ¢
Citibank Routing Numbers - California Regex 1 1 Yes Q #
DSA Private Key Regex 1 8 Yes Q #
Dropbox Links Regex 1 3 Yas Q #
EC Private Key Regex 1 8 Yes Q #
Encrypted DSA Private Key Regex 1 3 Yes Q #
Encrypted EC Private Key Regex 1 3 Yes Q #
Encrypted Private Key Regex 1 3 Yes Q &
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These tables are probably familiar to you by now and follow the same pattern as the
previous classifications. Again, Risk ranges from 1 to 10, and each Regex can be enabled or
disabled, and Macie can associate more than one Regex with each object.

Much like the themes, you can select a specific Regex name to gain additional information.
The following is taken from the Cisco Router Config regex:

Edit regex details

Name

Cisco Router Config

Description

Cisco Router Config

Classification

Regex

Regex

service\ timestamps\ [a-z]{3,5}\ datetime\ msec|boot-[a-z]{3,5}-marker|interface\ [A-Za-z0-
91{0,10}{E, e]lthernet

Min number of matches

Risk

Enabled

Yes - this Regex is used in analytics
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Through the five different types of object classification, Amazon Macie will collate and
gather all risk scores from each to identify its overall risk factor. The result is defined by the
highest risk found from any of the classification types. Let's work this out with the help of
an example.

So let’s assume you had a document that returned the following values from its object
classification:

Object classification Risk values
Support vector machine-based 2
Content type 1
File extension 1
Theme 2
Regex 5

The overall risk associated with this object would be identified as 5 as that is the highest
value received.

In addition to this object classification, Amazon Macie will also scan and perform the
automatic detection of any personally identifiable information (PII) data found within
each of the objects, which is based on industry standards (NIST-80-122 / FIPS 199). These
automatic detections can identify the following PII data and assign a PII impact of either
high, moderate, or low:

e Full names

¢ Mailing addresses

¢ Email addresses

¢ Credit card numbers

o IP addresses (IPv4 and IPv6)

e Driver's license IDs (USA)

¢ National identification numbers (USA)
¢ Birth dates

The PII impact is categorized as follows:

High >=1 full name and credit card
>= 50 names or emails and any combination of other PII
Moderate >= 5 names or emails and any combination of other PII
1 to 5 names or emails and any combination of PII
Low Any quantity of the PII attributes above (without names or
emails)

The following screenshot shows the output of the data classification of PII data:
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S3 objects by Pll priority

The following list shows your Macie-monitored 53 objects grouped by the Pl priority. Learn more

Q none 97.83% (4,652)
qQ low 2.16% (103)
|

S3 objects by Pl types

The following list shows your Macie-monitored 53 objects grouped by the Pl types. Learn more

qQ ipvd 93.33% (98)

Q cc_number 4.76% (5)
)

a birth_date 0.95% (1)
-m

Q name 0.95% (1)

In this screenshot, we can see that Amazon Macie detected that 2.16% (103) of the objects
contained a PII priority of low. Also, when grouping the classification by PII types, it
detected that 93.33 % (98) of the objects contained IPv4 data.

In this section, we looked at how Amazon Macie classifies data by content type, file
extensions, themes, and regex to help determine a risk factor of the data being stored. By
identifying high-risk data, we can put in additional measures to ensure it is being protected
through encryption, for example.

Amazon Macie data protection

Earlier, I mentioned that Amazon Macie can identify and spot any irregular or suspicious
activity sitting outside of what Macie would consider normal boundaries of operations,
potentially identifying a new security threat using AWS CloudTrail logs. Using historical
data to review access patterns, Amazon Macie uses AI/ML to identify potential security
weaknesses and threats from different users, applications, and service accounts.
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As you can see, Amazon Macie offers two features to identify threats - AWS CloudTrail
events and AWS CloudTrail errors:

Protect data

Review and enable or disable the following settings that Macie uses to protect your monitored data. Learn more

AWS CloudTrail events AWS CloudTrail errars
Use this setting to classify CloudTrail data and management Use this setting to classify errors that can occur as various
events that occur within your infrastructure. Learn more CloudTrail data and management events take place within your

infrastructure. Learn more

A

Basic alerts

Use this setting to review existing and create new basic alerts that Macie can generate to inform you about unexpected and potentially
unauthorized and malicious activity within your infrastructure. Learn more

Let's go over these features one by one.

AWS CloudTrail events

Amazon Macie will review API calls gathered from CloudTrail logs stored on Amazon S3
and depending on the type of API and the impact it can have on your security posture, it
will associate a risk score, again ranging from 1 to 10 (with 10 being the highest). If we look
at a sample of these API calls, we can see what it looks for:
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& CloudTrail events
1
|<.P.'4rr|1 GO ‘ - | EXPORT
Name “ Description Classification Risk Enabled
AddipRoutes Adds a a CIDR address block to corectly route traffic to and from your 4 Vas a &
Microsoft AD on Amazon Web Services
AddPermission Adds a permission to the resource policy associated with the specified AWS a Yes Q 'd
function or service
AddRoleTolnstanceProfile Adds the specified 1AM role to the specified instance profile [+] Yes Q Fd
AddTags Adds tags to an Amazon EMR resource [+] Yes Q ¢
Allocatesddress Acquires an Elastic IF address Elastic IP Addresses 1 Yes Q &
AllocateConnectionOninterco  Creates a hosted connection on an interconnect 1 Yes Q 7
nnect
AssignPrivatelpAddreszes Ascigns one or more secondary private IP addresses to the specified network Elastic Matwork: 2 Ves o] #
interface Interfaces (VPC)
AssociateRouteTable Associates a subnet with a route table contained in the same VPC Route Tables (VPC}) 2 Yes Q &
AssumeRole Returns a set of temporary security credentials (consisting of an access key ID, 2 Yes Q ¢
a secret access key, and a security token) that you can use to access AWS
resources that you might not normally have access to

To make it easier to navigate, a search option is available to search for a specific API call.
The table is self-explanatory and follows a similar approach to the object classifications we
looked at previously.
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By using the magnifying search option associated with each API call, you can query the
CloudTrail data to understand where and how this API is being used. For example, here is
a screenshot of the AssumeRole API, allowing you to dive deeper into all the details
captured by CloudTrail:

| eventNameErrorCode key"AssumeRole" = | Type a query ®

CloudTrail data v Top10 s  Alltime v n u =

There is a total of 1,672 matched results.

L]

value

150
o

50

Jan 05 dan 12 Jan 13 Jan 26 Feb 02

Frio3 Jan 05 Tua OF Thu g Sat 11 Mon 13 Wed 15 Fri17 Jan 13 Tus 21 Thu 23 Gat 25 Mon 27 Wed 23 Fri Mebuary  Mon 0@ Wed 05

Search results summary

The following results summary Includes the most significant fields from your latest search. The first line inciudes the top/bottom 3 values for each field.
The second line includes the top/bottom 10 values for each field. Learn more

Field (Top 10 / Bottom 10) & Stack 100%
Objects writizn @ arn:aws:s3iiconfig-buckets.. B arnawss3:730739171055-a.. B arniaws:s3::73073917 1055-a...

1
Resources @ arnaws:s3packtcloudtrai... B arn:awss3:config-buckets... B am:aws:s3::730739171055-a...

Event source @ sts com @ s .com

Error code @ AccessDenied

Event name @ AssumeRole @ PutObject 8 Head Bucket

Event type @ AwsApicall

As you can see from the top section, this API was used multiple times and you can quickly
see there was a peak on Tuesday 7th. If this was unexpected for a particular API, you could
investigate the reason behind it further. At the bottom of the screenshot is a summary of the
results that were used in conjunction with this API.
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CloudTrail errors

This is an extremely useful feature as it captures any errors generated by an API call that
CloudTrail has then captured, such as an AccessDenied response. This could be a sure sign
that someone is trying to access something that they shouldn’t be and could be the sign of a
potential security attack or breach. There are many different errors that Amazon Macie
looks for, which are assigned a risk value between 1 and 10 (10 being the highest risk). The

following screenshot shows some of these errors:

Search

e

Name

AccessDenied

AccessDeniedException

AccessPointMotFoundExceptio

n

Client. AuthFailure

Client.InvalidParametervalue

Client.InvalidPermission.Dupli

cate

Client.InvalidPermission.NotF

ound

Client.OperationMNotPermitted

Client.UnauthorizedOperation

DBInstanceMotFoundFault

& CloudTrail errors

GO - | EXPORT
Description Classification Risk Enabled
10 Yes
10 Yes
5 Yes
7 Yes
8 Yes
5 Yes
7 Yes
7 Yes
8 Yes
5 Yes

Q

D

Using the preceding example of AccessDenied, you can see this carries the highest risk

factor or 10.
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All of the results of the classification types and personally identifiable information and data
risk values, along with any potential security problems found, are presented in a series of
graphs and tables accessed via the Amazon Macie dashboard, which can be drilled down
into to find further information. If you then couple this information with the ability to
configure alerts for Amazon Macie's findings, it allows you to implement a series of strong
compliance controls to meet stringent security controls that you need to adhere to.

Summary

In this chapter, we looked at some of the different services and features that we hadn’t
already covered thus far that can be used to help you meet your business audit

requirements, certifications, and compliance controls. The services we looked at
included AWS Artifact, AWS CloudTrail, AWS Config, and Amazon Macie.

Remaining compliant in the cloud can be a daunting task, but having an understanding of
some of the logging capabilities and the services that can help you capture this information
is vital. Being aware of the features of these tools will help you maintain a level of
compliance and maintain full audit awareness.

In the next chapter, we are going to be looking at how you can utilize automation to quickly
identify, record, and remediate security threats as and when they occur.

Questions

As we conclude this chapter, here is a list of questions for you to test your knowledge
regarding its material. You will find the answers in the Assessments section of the Appendix:

1. Which AWS service is an on-demand portal to allow you to view and download
AWS security and compliance reports, in addition to any online agreements?

2. Which security feature of AWS CloudTrail ensures that your log files have not
been tampered with or modified after they have been written to your bucket in
Amazon S3?

3. Which feature in AWS Config automatically monitors your resources to ensure
they are meeting specific compliance controls?

4. Which service is backed by machine learning and provides an automatic way of
detecting, protecting, and classifying data within your S3 buckets?

5. True or false: Amazon Macie classifies data through a series of automatic content
classification mechanisms. It performs its classification using the object-level API
data events collated from CloudTrail logs.
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