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The reporting should enable
improved proof of compliance
with the compliance
requirements

{1’

CastleQuest Discovery Maps are uniquely developed
by Waters Edge.

Each CastleQuest Discovery Map is designed to
enable organizations to visualize complex projects

4 and navigate toward successful governance of their
o information.
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CastleQuest Discovery Maps are invaluable for
collaboration, issue spotting and project planning.
Additional in-depth analysis is presented through live
and on-demand CastleQuest Briefings available
online at Waters Edge.

powered

\ byyye

w "ex
\_/ CastlcQucst

Attend

an

l ~D6Pth

Bricfing

Assess Compliance
Functions

Project Leadership

Include Compliance
Effectiveness as a Key
Objective of the MDM

Program

Include Legal Function on
MDM "Center of
Excellence" or Project
Team

Assets to Identify
Compliance
Requirements

Evaluate Existing Data
—

Identify Sources of
Compliance
Requirements

Identify
@ Compliance-based
Controls

nventory the Controls

Evaluate Continued
Control Implementation

@ Costs of finding and
reporting information

Costs of negotiating or

@ defending information

accuracy
Regulatory inspections

Third p: omer
service audits

Alternative

@ Costs of hosting and
assisting in audits

Risk
mitigation/insurance
audits

Effectiveness:
@ Costs of electronic

discovery in litigation

Costs of negotiating and
@ managing controls in third

party services

@ Reduced reserves against
future fines or sanctions

>, Federal Laws and
" Regulations
g;sme Laws and Regulations
=
%z Court Rules and Decisions

nformation Security

Transactions for Goods
and Services

Corporate Policies and
Procedures

@ Contractual Controls

Contracts

Access Controls

Content Integrity Controls

Metadata Management

Technology-based
rols

Measurement and
Reporting

Audit Inspections
Contract Management

Corrective Action Plans
Preventive Action Plans

Business Controls

Corrective and
Preventive Action Plans

Will this control be
required for MDM data?

How wiill this control be
implemented?

How does MDM change
the control function at the
application level?
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Are new controls (e.g.,
access limits) needed to
achieve compliance on

MDM assets?
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