DISASTER RECOVERY PLANNING

SharePoint is a great aggregator of information. From semistructured con-
tent such as documents and images to unstructured content such as blog
entries and discussion threads, information within SharePoint is delivered
in one place—and, by the default, is stored in one place. This “single
storage” model (actually a collection of databases) makes business-side
functionality—for example, collaboration, communication, and data
consistency—easier to implement. The challenge, however, is that this
puts pressure on IT staff to make SharePoint, now a business-critical appli-
cation, highly available. Users will want consistent access to content, and
they’ll want comfort around plans to restore some portions of a site, a com-
plete site, or a collection of sites. The focus of this chapter is leveraging
native SharePoint backup/restore capabilities to recover or recreate entire
portals or sites.

The feature set contained within SharePoint Backup and Restore con-
stitutes only one component of an overall disaster recovery plan. This
chapter provides an overview of the SharePoint Backup and Restore utili-
ty. In addition, it details what components of your portal or sites are and
are not covered with SharePoint’s native backup and restore tools.

When creating a disaster recovery (DR) plan, you need to determine
what you are trying to recover from. In other words, think of your disaster
recovery plan as “taking out insurance” for your SharePoint environment.
There are various levels of protection you might wish to set in place. You
may be using a DR plan to create a replica of your portal to recover spe-
cific content, or you may wish to develop a plan to create a new environ-
ment from scratch (in the event of an actual disaster) that will quickly and
effectively replicate the current environment.
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For example, on one end of the spectrum, you could make things easy
on your operational team and back up your data once every six months or
so, but then you run the risk of losing a lot of data if something were to
happen (a hard drive crashes, you lose power, and so on). On the other end
of the spectrum, you can do a full backup of everything daily to ensure that
you always have the latest of everything—but does that make sense for
your environment?

To properly capture these types of decisions, we recommend creating
a DR operations document.

Creating a Disaster Recovery Operations Document

The following is a framework for a SharePoint disaster recovery document.
It is important to note that a DR plan is only effective if it is both complete
and accurate.

An effective SharePoint DR plan should contain full documentation on
how to recreate an entire SharePoint environment from scratch. This
requires a process (and discipline) that is accurate and well-maintained.
Every time a SharePoint element (for example, a Web part, xml file, and
so on) is altered or added, the “disaster recovery inventory document”
must be updated.

Here’s an example of information that should be captured:

I. Overview
a. Explanation of when to use this plan
b. History of any updates
c. Permissions required to execute the plan
II. SharePoint Backup/Restore

a. Step-by-step execution plan for your environment

III. Adding Web Parts
a. Location of all Web part CAB or install files
b. Instructions for installation
c. Location of latest Web.contfig file

IV. Adding Additional Components (Features, Event Handlers,

Workflows, and so on)

a. Location of all files
b. Instructions for file movement and/or installation
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V. Testing
a. Instructions on how to test a new portal environment
i. Smoke test (a quick examination of the environment to
inspect stability)
ii. Validation of Web part execution
iii. Validation of security model
VI. Miscellaneous
a. Comments collected from previous restorations

After you've got a document underway, you'll want to start filling in your
company-specific recovery steps, including your SharePoint backup and
restore steps. To determine your specific steps, you need to decide which
SharePoint backup/restore options best suit your needs. Let’s take a look at
the various SharePoint options.

Backup and Restore Options

There are several backup and restore options in Office SharePoint Server
2007, including Web-based Central Administration backup and restore,
command-line backup, and the two-stage Recycle Bin.

There are two out-of-the-box options for backing up a full farm: the
stsadm command-line tool (stsadm -o backup) and the backup UI in
the Central Administration site.

You can also use SQL Server’s backup and restore utilities, provided
you have a full version of SQL Server. SQL Express does not include a
GUI for backup, but you can write a script to automate the backup.

Each option provides a different level of recoverability; we'll discuss
the options here, including when to use each.

Backup/Restore Tool in Central Administration

If you're familiar with the Backup/Restore utility in SharePoint Portal
Server 2003, one of the first things that you will notice is that the Data
Backup and Restore utility is no longer listed as a separate executable.

With MOSS 2007, the Backup and Restore tools are now contained
within SharePoint Central Administration. In the Operations tab (see
Figure 7.1), there is a section dedicated to Backup and Restore.
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FIGURe 7.1  The Backup and Restore group, located on the Operations page within Central
Administration, enables you to perform full and differential backups of your SharePoint

farm.

In addition to the relocation of the Restore tools within SharePoint Central

Administration, several new features have been added:

m The ability to select specific farm components for backup.
This includes the selection of an entire farm or specific components
such as Windows SharePoint Services Web Application,
WSS_Administration, Portal Service, Application Registry Service,
Core Services, or User Profile Service.

m A better interface for managing backups and restores. The inter-
face is well organized, with clear instructions on expected parame-

ters and intended outcome.

m The ability to do full or differential backups. A full backup backs up
the selected content with full history. A differential backup backs up
all changes to the selected content since the last full backup.
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m More statistics on the backup process. More information is provid-
ed about overall disk space usage, status, and errors.

Using the Backup Utility

One of the great features of the SharePoint Backup tool is the ability to
better control what you are backing up. Figure 7.2 shows the interface for
selecting which SharePoint components you wish to back up. Each com-
ponent is associated with a SharePoint database (and ultimately specific
SharePoint content) or data collection. It is possible to select an entire
farm or individual components for backup.

NOTE To perform a backup, you need to be an administrator on the farm. To
run restore, you need to be a Farm Admin and a box admin on the front-end

machines.
%} Perform a Backup - Step 1 of 2: Select Component to Backup - Microsoft Internet Explorer
Fle Edt Vew Favortes Toos Hep | a
Qbak - @ - X @ (n] Psearch Srravortes @[ (- B 5 - L) @K
Address |€| http://moss2007b2:5137/_admin/Backup, aspx# =l Go
Central Administration Welcome System Account = | My Site | MyLinks = | @ =
}G@ Central Administration
Fome pplcaton Haragermet
Central Administration > Operatians > Perform a Backup
Perform a Backup - Step 1 of 2: Select Component to Backup
iiowiol 3t Content Select the items you wank to backup now, To start a backup, click Continue to Backup Options. To see a list of previous backups, cick Yiew Histary and provide @
Central path for backup history lacation,
Administration
= Operations
« Applcation B Continue to Backup Options | O View History
Management Select  Component Type Description
T F SFem o Content and configuration data for the entire server
admieteation SharePaint_Config Configuration Database Configuration data for the entre server farm.
= Sharedservices! r 3 Windows SharePoint Services Web Application x\/;;ﬁg;:‘sughamwnt Services Web  ojicction of web Applications
& Recycle Bin r SPortal Web Application Content and canfiguration data for this Web application.
r WS55_Content Content Datahase Content For the Weh Application,
r = sharePoint { 86) Web Application Content and configuration data for this Web application.
WSS_Content_ad0d9a6a-dsf7-4F42-bds3- N
[ odeassizebs Content Database Content for the Web Applicatian.
2 Ws5_pdministration Central Admiristration Callection of Web Applications
@ Web Application Web Application Content and canfiguration data for this Web application.
- B sharedservicesl shared Services Provider Database and Configuration Sattings far this Shared
Services Provider
Search object in configuration
r Global Search Settings detobase Crawler impact rules for the farm
r Windows SharePoint Services Help Search Index files and Databases Search instances for Windows SharePaint Services
distart| | (@ @ 3 (= |[@]perform aBackup - St... | 0|2 |00 zaiem

FIGURE 7.2  The backup utility enables you to be selective about which farm components to
back up.
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Another interesting feature of SharePoint backups is the collection of
backup history. SharePoint actually differentiates between full and incre-
mental backups. This is done by examining the backup files on the file sys-
tem (discussed later in this chapter) and identifying new content.

A full backup backs up the selected content with all the history.
Specifically, a full backup backs up the entire database, including all file
groups and data files, providing a high degree of data integrity. The down-
side is that full backups can take a long time for large data stores. We rec-
ommend keeping your content databases to a reasonable size (under
100GB) so that backups take a reasonable time.

A differential backup backs up all changes to the selected content since
the last backup (either full or differential). This option allows IT adminis-
trators to better manage disk space associated with SharePoint backup
files. In addition, the backups are faster. The key issue with differential
backups is that a restore requires the administrator to restore the last full
backup in addition to the differential backups that have taken place.

Given the choice, which should you use? The idea is to use a combi-
nation of the two as follows: Start with a full backup of your data. Then per-
form a daily differential backup of all databases during offline hours. Next,
perform a full backup of all databases on a weekly basis. Finally, perform a
full restore (to an offline data source such as a mirror server or disk) of your
backup set roughly once per month. This lets you validate that your back-
up procedures are working correctly.

Figure 7.3 shows the Start Backup page. You must specify a location
for the SharePoint backup files. The Backup utility accepts only UNC file
paths, and permissions on the folder must be sufficient to allow SharePoint
Backup (running under the credentials of the logged-in user) to write files
to that folder.
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FIGURe 7.3  To start a backup, enter a UNC path to a location where the backup utility

should write the files.

Once completed, the Backup tool provides diagnostic details on the
backup files created and any errors that may have occurred. As expected,
the elapsed time associated with the backup process is proportional to the
amount of data being backed up. A standard portal should probably take a
few minutes to create all associated files. Figure 7.4 shows a completed
backup process. Diagnostic data includes status, elapsed time, file directo-
ry path, and associated error messages.
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FIGURE 7.4  The status of a running backup or restore (or the result of the backup or

restore) is reported in real time.

NOTE It's recommended that you use a remote file share to store your

SharePoint backups. Do the following:

1. Make sure the SQL “Setup server account” is using a domain account.
2. On the remote file server, create a folder with a corresponding share.
3. On the file share, grant the following accounts all permission rights

(except for “full control”):

WSS central admin application pool account
Login account (command line)

SQL server service account

Timer Service account. If sptimerv3 is running as a “network
service account,” add the WSS frontend machine, such as

Domain\WSSserver$ (Ul).
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Examining the Backup Files

When the SharePoint backup completes, the corresponding backup files
are placed on the file system in the designated path. If you're familiar with
SharePoint Portal Data Backup and Restore, you'll notice that the collec-
tion of files is very different. Figure 7.5 shows an example backup file col-
lection. There are two main pieces. One is the spbrtoc.xml (SharePoint
Backup Restore Table of Contents) file. The other is the folder that con-
tains all the backup data for that particular backup.

| Address | \backupserver|oss2007 =l B

Name = | Size | Type | Date Modified | Attributes |
(CT)spbroooo File Folder 11/12/2006 1:42 FM

(C)spbrono1 File Folder 11/12/2006 1:42 PM

sphrtnc.xm\ 2KB XML Document 11/12/2006 1:18 PM A

FIGURE 7.5 The SharePoint backups are organized in the spbrtoc.xml file, while each
backup instance gets its own sequentially numbered folder.

Let’s take a closer look at how SharePoint manages the backup data.
First, Figure 7.6 shows the contents of the spbrtoc.xml file. You'll notice
that the information maps very closely to the diagnostics shown at the con-
clusion of the backup process.
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I spbrtoc.xml - Notepad o =] 3]
File Edit Format View Help
fe?xm1 wersion="1.0" encoding="utf-8"7> =]
<SPBackupRestoreHistory>

<SPHistoryobject>

<5pId>b51256ba-0aBa-4f33-b041-F872a094 5d60</SPId>
<SPReguestedBy>SBIDOMMAOMINistrator</SPRequestedBy>
<spBackupmethod>Full</sPEackupmethod>
<SPRestoreMethod>None</sPRestoreMethods
<SPStartTime»11,/12,/2006 18:17:36</SPStartTimes
<SPFinishTime»11,/12,/2006 18:18:27</SPFinishTime>
<SPIsBackup>True</spIsBackup>
<sPBackupDirectory>c:h\spbro00li</sPBackuppirectory>
<SPDirectoryName>spbri00l</spoirectoryiNames
<SPDirectoryNumber>l</SPDirectoryNumbers
<SPTopComponent>Farm\windows sharepoint sSerwvices web application</SPTopComponents>
<SPTopComponentId>fda8d80a-92b2-48a4-9d77-840bcd5d0463</SPTopComponentIds
<SPwarningCount>0</SPwWarningCount>
<SPErrorcount>0</SPErrorcCounts>

</SPHistoryobject>

<SPHistoryobject>
<SPId»calab7af-elb2-4el14-9952-bed26b71b682</SPId>
<SPReguestedBy>SBIDOMMAOMINTstrator</SPRequestedBy>
<spBackupmethod>Full</sPEackupmethod>
<SPRestoreMethod>None</sPRestoreMethods
<SPStartTime»11,/10,/2006 13:55:53</SPStartTimes
<SPFinishTime>11,/10/2006 14 :00:41</SPFinishTime>
<SPIsBackup>True</spIsBackup>
<sPBackupDirectory>c:h\spbro0ot</sPBackupDirectory>
<SPDirectoryName>spbri000</sPoirectoryNames
<SPDirectoryNumber>0</SPDirectoryNumbers
<SPTopComponent>Farm</SPTopComponent>
<SPTopComponentId>feofcB43-c48e-4e03-a485-1ccabad24dat</SPTopComponentIds
<SPwarningCount>0</SPwWarningCount>
<SPErrorcount>0</SPErrorcounts>

</SPHistoryobject>

</sPBackupResToreqistory>

K| 2

FIGURE 7.6  The spbrtoc.xml file contains information about each backup that has taken
place.

More interesting are the actual contents of the backup folder. Figure
7.7 shows the files associated with a full farm backup. Again, for
SharePoint Portal Server 2003 users, notice that the backup files no longer
map to the specific SQL Server databases. The backup files (file extension
.bak) are segmented across a collection of files. A log file, spbackup.log,
gives details on the executed backup process. All of this is managed by
another xml file, spbackup.xml.
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@ C:\MO552007\spbr0000 =18]x]
| Ele Edt view Favorites Tools Help | o

| OBack ~ & - T | Psearch (=iFolders | (& 0 X ) | [

| Address IB €:iMOS520071spbr0000 = Go

Name =

size [ Type

[ Date Modified

[ attributes |

&= nonnonon. bak
| oooooaoa. bak
e nonoon0s bak
00000C.bak
000000 bak
00000E bak
[E nooooooF bak
B 00000001 bak
= oooon014.bak
= oooon002 bak
e nonnono3 bak
|| nonoon04.bak

E
[H ooooo010.bak
[E ooono11.bak
= oooon012.bak
| nonon13.bak
|| oonoo014.bak
&= oonoo015 bak
000016 bak
000017 bak
000018, bak
B no0on019.bak
[Z] spbackup.log

[ spbackup xml

[E] sprestore.log

(C7395c029-425c-4c07-3914-3,., |
(()c241c4a6-0535-41be-B60F-92...

3kB
3kB
70K8
2B

2B

2B

2KB

2KB
24,710KB
20k8
68KB
2kB

66 KB
2B
16KB
69KB
3KB

2KB

3KB

2kB
12,380 kB
102,578 KB
9,435K8
49,245KB
25,724 KB
11,361 kB
20,591 KB
42 KB
39KB
5kB

File Folder
File Folder
BAK Fils
BAK File
BAK File
BAK File
BAK File
BAK File
BAK File
BAK File
BAK Filz
BAK Filz
BAK Fils
BAK File
BAK File
BAK File
BAK File
BAK File
BAK File
BAK File
BAK Flle
BAK Fils
BAK Fils
BAK File
BAK Filz
BAK File
BAK File
BAK File
BAK File
Text Document
XML Document
Text Document

distart| | (@ & 3 o |[Sc\mossz007spbroo..

11/12/2006 1:42 PM
11/12/2006 1:42 PM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 &AM
11/10f2006 8:55 &AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:53 AM
11/10/2006 8:55 AM
11/102006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10f2006 8:55 &AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:55 AM
11/10/2006 8:56 AM
11/10/2006 8:56 AM
11/10/2006 8:56 AM
11/10f2006 8:56 AM
11/10/2006 8:57 AM
11/10/2006 8:57 AM
11/10/2006 8:57 AM
11/10/2006 9:00 AM
11/10/2006 9:00 AM
11/122006 1:15PM

PPPPPPFPPPEFPFPFPPPFPPFPPPEFPEEEEPERDEE DD

] ﬂ|‘f’ @) &) 1:47PM

FIGURE 7.7  SharePoint spreads its backup information across a collection of .bak, .xml,
and .log files.

The spbackup.xml file contains all the parameters and attributes need-
ed to perform SharePoint backup and restore actions. Figure 7.8 shows a
sample xml file. The top section, SPGloballnformation, contains data on
the executed backup. It maps very closely to the data stored in the top-
level xml file. The subsequent nodes under SPBackupNode map to specif-
ic components selected using the Backup interface. This file provides a
road map for the potential restore of SharePoint data. Notice that unlike
the manifest file used in the previous version of SharePoint Portal Server,
this xml file contains no specific references to portal URLs or database
servers. This makes it easier to use these files, unaltered, to restore

SharePoint on different servers.
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B spbackup.xml - Notepad : =[=]x]
Ele Edt Format Yiew Help
lk?xm1 version="1.0" encoding="utf-8"7> -

<sPBackup>
<sPG1obalinformation>
<sPId>calab7af-elb2-4e14-0052-bed26b71b682</5P1d>
<sSPRequestedBy>sBIDOM\AdMinisTrator</SPRequestedey>
<SPCUrrentPhase>bone</sPcurrentPhase>
<SPNetwurk5erv1ces>fa1se</sPNetwurk5erv1ces>
<spPBackupmethod>Full</sPeackupmethod
<SPD1rectoryNumber>0</SPD1rectoryNumber>
<sSPDirectoryName>spbr0000</SPDirectoryNames>
<SPTopComponent>Farm</SPTopComponents
<SPTopComponentId>Te9fc843-c4B8e-4e03-a485-1ccabad24dab<,/SPTopComponentIds
<SPCUrrentItems>2l</sSPCurrentItems>
<5PTotalItems>21</5PTotalItems>
<5PStartTime»11,/10/2006 13:55:53</5PStartTime>
<SPFinishTime»11,/10/2006 14:00:41</SPFinishTime>
<SPUpdateProgress>5i</SPUpdateProgresss
<SPWarningCount>0</SPwarningCount>
<SPErrorcount>0</SPErrorcouits
</sPGlobalInformation>
<sPBackupnode>
<sPBackupobject Name="Farm'»>
<sPBackuprestoreclasse>microsoft. shareroint. administration.spFarm, microsoft.shareroint, version=12.0.0.0, culture
<sPBackupselectable>True</speackupselectables
<SPRestoreselectablesTrue</sPrRestoreselectables
<sPNamessharepoint_confige/sPNames
<SPId>TE9Fc843-c4Be-4e03-a485-1ccabad24dab</sPId>
<SPCanBackup>True</sPCanBackup>
<SPCanRestore>True</SPCanrestore>
<SPCUrrentProgress>100</SPCurrentProgresss>
<sPLastUpdate>11/10/2006 13:59:50</SPLastUpdates
<spcurrentPhase>bone</sPcurrentPhases>
<SPParameters>
<SPParameter Key: pPoescription'><! [COATA[Content and configuration data for the entire_server farm.]l></sSPPai
<SPParameter Key: 69T c843-c4B8e-4e03-a485-1ccabad24dabSTATE. xm1"><! [COATA[00000000. bak]]></SPParameters>
<SPParameter Key="sPnMame"s><![CDATA[Shareroint_cConfigll></sPParameters
</SPParameterss>
</sPBackupobject>
<sPBackupNode>
<sPBackupobject Name="shareroint_config"s
<SPBackuprestoreclass>Microsoft.shareroint. Administration.sPconfigurationbatabase, Microsoft.shareroint, wvers
<sPBackupselectable>False</sPBackupselectable>
<SPRestoreselectablesFalse</SPRestoreselectables>
<SPName>shareroint_Config</sPname>
<sPId>bchafa00-acce-47cf-balc-eb4ca8c7fefle/sSPId>
<SPCanBackup>True</spCanBackup>
<SPCanRestore>True</SPCanrRastores
<SPCUrrentProgress>100</SPCurrentProgresss
<sPLastuUpdate>11/10/2006 13:56:02</SPLastupdates
<spcurrentrPhasesbone</spcurrentPhases
<SPParameters>
<sSPParameter Key="hchafal0-acce-47cf-halc-ehdc68c7feflsTATE. xm1"><! [CDATA[Q000000L. bak]]></SPParameters> |+

4| | »

distart| | (@ & 35 ) | €] 6ackup and Restore Stat.., | ) Crispbroogo |[ 3 spbackup.smi - Natep... | @ | ? [ D& 1:18PM

FIGURE 7.8  The spbackup.xml file contains the parameters and attributes needed to
perform a restore.

WARNING Do not modify the spbackup.xml file. Doing so can corrupt your
backup and/or your restored farm in an unrecoverable manner.

Using the Restore Utility

Before delving into the restoration process, it is important to note that one
underlying assumption is involved with SharePoint restores: the authenti-
cation mode (that is, Active Directory or another LDAP source) is the
same. This is less critical for restorations in an existing SharePoint envi-
ronment but may impact the recreation on new servers.
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WARNING SharePoint maintains its security model (users, roles, access) in its
databases. Therefore, this security model is maintained in the restoration.
However, if you restore the portal to a machine that does not have access to the
same authentication engine (a specific Active Directory domain, for example) the
security rules previously defined are no longer valid. This scenario is most com-
monly seen in the restoration of a SharePoint environment onto a development
server. It is important to ensure that the restoration environment has access to the
same authentication engine as the backup environment.

As previously mentioned, SharePoint maintains version history associ-
ated with backup activity. This offers two immediate benefits: more flexi-
bility for the IT staff in terms of controlling what components of
SharePoint to restore, and better management of disk storage space in
terms of the amount of space used. Figure 7.9 shows a sample Backup and
Restore History screen.

/3 Backup and Restore History - Microsoft Internet Explorer TH (& x

Il File Edt Vew Favorites Tools Help ‘ ar
DBack - ) - [¥] [2 (]| P search sFavortes & | (CI- B - L) @ i

Address [{€] hitps//moss2007b2:5137/_admin/BackupHistory. aspxPdir=c%3A%SC e

Central Administration =
% Central Administration

Home | Operations. | Applcation Management

Central Administration > Operations > Backup and Restore History

Backup and Restore History

oAl Ste Conkent Use this page to manage the histary logs for backup and restore operations.
Central

Administration Results 1-2 of 2 jobs.

= Operations
I+ Continue Restore Process | [ Change Directory

= Application
Management
Shared Services Select Type  Method Top Component Start Time Firish Time Failure Message  Requested By E
Administration
€ Badup Ful Farm|windows SharePoint Services Web Application  11/12/2006 117 PM  11/12/2006 1:18 PM SEIDOM\Admiistrator |
= sharedservicesl
© Backup Full Farm 11/10/2006 B:55 AWM 11/10/2006 9:00 AM SBIDOM|Administrator 1

18] Recyde Bin

4 | _"|;|
@start] | (@ @ # & |[&1Backup and Restore .. | e "f ) &2 1:32pm

FIGURE 7.9  Central Administration provides a Backup and Restore History screen, which
shows the contents of the history logs.
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NOTE The information contained in the xml files previously discussed is

shown on the inferface to clearly identify the type of backups registered and the
associated attributes. SharePoint manages a complete collection of historical files
associated with backups. This feature allows on-demand restoration of potentially
corrupt or disabled components (a requirement for any plan for high availability).

As mentioned previously, to successfully execute a SharePoint restore,
the user must have Administrator privileges within SharePoint and have
access to the files on the file system.

The SharePoint restoration process is very straightforward and consists
of two steps. The first, shown in Figure 7.10, is to select the location of the
SharePoint backup files. The second, shown in Figure 7.11, is the selection
of a specific SharePoint backup from the collection in history. In Step 3,
you are asked which components you wish to restore (see Figure 7.12). You
can change some of the configuration details in Step 4 (see Figure 7.13).
Once a backup collection has been selected, the restoration starts the
moment Start Restore Process is clicked. The timing of the restoration is
directly related to the elapsed time during the backup process. Expect a
typical full farm restore to take several minutes. Once complete, the
restoration will have updated the appropriate SharePoint components with
the specific content selected.

NOTE What's the difference between “New” and “Overwrite” on the Restore
Page?

Use “new” when migrating to a different farm or restoring such that you
want to refer to a new machine or new database. Use “overwrite” when you
are restoring on the machines and databases that the original farm backup
refers to. “Overwrite” is used for the catastrophic restore scenario and does not
give you the option to use a different machine or database name.
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/3 Restore from Backup - Step 1 of 4: Select Backup Lacation

osoft Internet Explorer

| Ble Edt view Favoites Took Help

[Ork~ 0 - B B ] D sech oravortes @[ 0 b b~ L) B 6

L

| Address [] htep:{Imoss2007b2:5137/_admin/RestoreStepl aspx

/B
Central Administration welcome System Account » | My Site | My Links ~ | @ =l
% Central Administration
Home | Operations | Application Management

Central Administration > Operations > Restore From Backup
Restore from Backup - Step 1 of 4: Select Backup Location

Use this page to restare from & backup.

WView Al Site Content

Central
Administration Backup File Location

Backup location:
= Operations Specify the lacation of the backup fles.

“Site Actions - |

[Mbackupserver\mosszoo7]
= Application Example: {{backupisharePoint
Management

Shared Services
Administration

= SharedServicesl

& Recycle Bin

OK Cancel

@istart| | (@ & 3 o |[E]Restore from Backup ... £ Cilspbrono

=
J u“f @) &2 ti12pm

FIGURE 7.10 Restore Step 1
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2l Backup and Restore History ternet Explorer

| Ble Edt view Favoites Took Help

[ Otsck = © - [ [B) (0| 2 search o rvories. @] (07 13 6 - L) &6 )

L

| Address |E hitp:/{moss2007b2:5137_admin/BackupHistory, aspx?dir=C%3A%SCaflter=18restore=1

Central Administration

jﬂﬁu‘

11§10/2006 3:00 AM SBIDOM|Administrator

[ Recyde Bin

Welcome System Account = | My=)
% Central Administration
Home | Operatio Application Management
Central Administration > Operations > Backup and Restare History
Restore from Backup - Step 2 of 4: Select Backup to Restore
\iew Al Site Content Use this page to manags the histary logs for backup and restare operations.
Central
Administration Results 1-1 of 1 jobs,
= Operations
« Application P Continue Restore Process | [ Change Directory
Management
Shared Services Select  Type Method  Top Component  Start Time Finish Time: Failure Message Requested By Backup ID
Administration
@& Backup Full Farm 11/10/2006 8:55 AM
= SharedServicesl

calab7af-e1b2-4e14-9952-be426h7

@istart| | (@ & 3 o |[E)Backupand Restore .. | ) Cilspbrono

| of]

| u“f @) &2 1:15PM

FIGURE 7.11 Restore Step 2
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Restore from Backup - Step 3 of 4: Select Component to Restore

osoft Internet Explorer

| Ble Edt vew

Favorites  Tools  Help

[ Qe - © -

[ B G| Psearch JrFavorites €| (3

- L) &

J Address IE http:/{moss2007h2:5137]_admin/Restore, aspx?dir=C%3A%5C Rauid=cal ab7af2Del b2%2D4e14%209952%2Dbe426b7 1 b6628praviocation=BackupHistory, aspx#

EDE

Home | Operatios

Central Administration

% Central Adm

stration

Application Managzment

Welcome System Account = | My Ste | MyLinks = | @ =]

WView All Site Content

Central
Administration

= Operations

= Aipplication
Management

Shared Services
Administration

= SharedServicesl

[ Recycle Bin

Select the components ta restore,

the associated error message under the Backup Failure Message heaing.

stsadm - backup command Ine operation.

Central Administration > Operations > Backup and Restore Histary > Restore from Backup

Restore from Backup - Step 3 of 4: Select Component to Restore

IF a companent s listed, but cannot be selected, i is either because the backup does nok contain the component or there was an error during the backup, You can see
Nate: The configuration database and central administration content datahase cannok be restared through this user interface. To restore thase companents, use the

To cantinuz with the restoration pracess, and restore anly the companents avallable in the backup, click Continue Restore Process, Ta select a diferent backup file
that contains all components, click Select a Different Backup Package.

“Site Actions - |

P Continue Restars Pracess | /2 Select a Different Backup Package

Select  Component
IFarm
SharePoint_Canfig

<l

ird = Windows SharePaint Services Web Application
13 WSS _Administration

ird 5 Sharedservicesl

ird Global Search Settings

ird 1) Windows SharePoink Services Help Search

Type
Farm
Configuration Database
windows SharePoint Services Web Application
Central Administration
Shared Services Provider
Search object in configuration database

Index Files and Databases

Backup Failure Message

@istart] [ (@ & 3 o |[E]Restore from Backup ... £J Cilspbr0n00

|

=
2 &2 1:15PM

FiGure 7.12

Restore Step 3



172 CHAPTER 7 DISASTER RECOVERY PLANNING

A Restore from Backup - Step 4 of 4: Select Restore Options - -asoft Internet Explorer K (=]
| Bl Edi View Favortes Tools Help |-".!,'

[Qrack - O - [ B (0] Psearch Jifavaries 825 -0 EE

| adress [€] http:jimoss2007b2:51.37_admin/RestoreStep3, aspx7hackupselect=Famanuid=cal ah7af%2De 1h2%2D4814%:2D9952%2Dhed 26h7 1 DEAZRdI =C%3A%5Chprevincation=BackupH 7| [£] Go

Restore from Backup - Step 4 of 4: Select Restore Options =

View Al Site Content Use this page to specfy optians Far restoring from a backup, Learn about restoring fram backups.

Central

L A Warning: this page is not encrypted for secure communication. User names, passwords, and any other information will be sent in clear text.
Administration .

For more information, contact your administrator,
= Operations

= Application

R Restore Component

Restore the following content:
Select the speciic content to be restored. Click Change to select a dferent
Shared Services component.

Administration

Farm ~

= SharedServices1 Restore Dptions e
Ta keep the same web application and database server names as used in the backup @ ;

Farm, choose 'same configuration!, To restore to new corfiguration with new machine New configuration
names, web applications and database servers, chonse ‘new confiquration’.

'@ Recycle Bin

€ same configuration

Login N d P d.
agin Rames and Passwarcs Farm|Windows SharePoint Servicss Web Application|SharePoint ( B5)

TF using SQL Authorization a login name and password are need to access this —
information, TF no user name and password are provided then windows authorization is Login name:|shjdom\administrator

.
v Passward:

Farm|Sharedservices1

Login name: [SBJOOMadministrator
Password:

Farmisharedservices1|IntranetTest1

Login name:|shjdom\administratar
Password:

New Names
Farm\Windows SharePaint Services Web ApplicationtPortal

T you chose to create copies for the restored content, specify the web application LRL

and name, the database server name, file location on the server, and the new name New web application URL: |http: //moss2007 b2/

for the new databases. New web application name:[Partal =
%’5tart| J @@ ® J & Restore from Backup ... ||=J Ciispbroooo J t).|‘? 3 &Pl 1:16PM

FIGURE 7.13  Restore Step 4

NOTE If a backup or restore fails, you can get details on why the operation
failed in spbackup.log (for backups) or sprestore.log (for a restore) in the back-
up location. If errors occur during the backup/restore process, you have to
delete the failed Backup/Restore Timer Job before you can run the next back-
up/restore process. You can delete the job from http://<adminsite:port>/
_admin/ServiceJobDefinitions.aspx.
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Scheduling a SharePoint Backup

One of the things youll notice on the Backup and Restore pages is that
there is no tool for scheduling backups. Much like SharePoint Portal
Server 2003, there is no scheduling component in Office SharePoint
Server 2007. This presents a problem for IT staff interested in ensuring
that SharePoint backups are regularly obtained. As in the previous version,
the best alternative is to use a simple batch file that executes the
SharePoint backup from the command line. This batch file can then be
scheduled using the native Windows Task Scheduler. We'll discuss the
command-line backup options in the next section.

Command-Line Backup Tools

The stsadm.exe utility is probably familiar to users of WSS 2.0. It enables
SharePoint administrators to back up site collections using the command
line. This makes it easy to restore a site collection (or a single site) if
necessary.

stsadm.exe still exists in WSS 3.0 and has been enhanced for Office
SharePoint Server 2007. You can still use stsadm to back up a site collec-
tion as follows:

stsadm.exe -o backup
-url <url>
—-filename <filename>
[-overwrite]

For example, if T want to back up my site collection that exists at
http://myserver/sites/, I would issue the following command:

stsadm —o backup —url http://myserver/sites -filename
c:\mybackups\

In addition, the stsadm.exe utility now lets you do a full SharePoint
back up as you would with the Central Administration page (the com-
mand-line help text calls this the “catastrophic backup”). To issue a full
or differential backup using the command line rather than the Web UI,
simply use the following format:
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stsadm.exe -o backup
-directory <UNC path>
-backupmethod <full | differential>
[-item <created path from tree>]
[-percentage <integer between 1 and 100>]
[-backupthreads <integer between 1 and 10>]
[-showtree]
[-quiet]

For example, to back up my entire SharePoint farm, I could issue the
following command:

stsadm -o backup -directory \\backups\sharepoint
-backupmethod full

This would perform a full backup on my SharePoint farm and write to
the Backup and Restore History on the Central Administration page. Then
I could use either the command line or the Central Administration UI to
restore from this backup. Backups done via the Web UT or the command
line are indistinguishable.

Using the stsadm utility is very useful for regular backups because you
can use the Windows Task Scheduler to create a recurring backup job.

Two-Stage Recycle Bin

Needing to recover a single item is a more commonplace situation than
having to recover from a full-fledged disaster. SharePoint now provides an
“undelete” feature to allow end users to recover accidentally deleted files,
documents, list items, lists, and document libraries without running a
content-database-level backup and restore. This saves the SharePoint
Administrator(s) time and hassle because they can easily recover files for
end users without having to initiate a full-fledged backup and restore
process. In fact, in most cases, users simply recover things themselves.

When a user empties the Recycle Bin, the deleted items move to a
second-level Recycle Bin, which can easily be recovered by the adminis-
trator, provided the items have not been purged.

The global settings for the Recycle Bin are part of the Web Application
General Settings. These settings are accessed through the Central
Administration Application Management (see Figure 7.14). The Recycle
Bin settings are at the bottom of the general settings page (see Figure
7.15).
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Microsolt Internet Explorer
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8 Security for Weh Part pages

o Self-service site management
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o Authentication providers

External Service Connections
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Workflow Management

8 Workflow settings
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FIGURE 7.14  The global settings for the Recycle Bin are part of the Web Application

General Settings.

Recycle Bin

Specify whether the Recycle Bins of all of the sites in this Web application
are turned on. Turning off the Recycle Bins will empty all the Recycle Bins
in the Web application.

The second stage Recycle Bin stores items that end users have deleted
from their Recydle Bin for easier restore if needed. Learn about configuring
the Recycle Bin.

Recycle Bin Status:
@on O off

Delete items in the Recycle Bin:
& after I—BU days
' Never

Second stage Recycle Bin:

@ add 50 percent of live site quota for
second stage delsted items,
0 off

FIGURE 7.15  The global Recycle Bin settings enable you to turn the feature on and off and

to set the retention timeframe for items.
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The Recycle Bin is a Web application setting, which means that it can
only be enabled or disabled for all of the site collections served by the Web
application. If you turn it on, it’s available on all sites in all site collections
for that Web application.

We recommend that you configure the Recycle Bin to a size that is a
percentage of the overall site quota and set an “auto-clean” schedule (the
default is 30 days) for permanent file removal that fits your business needs.

The first level of the Recycle Bin is the user-level Recycle Bin (see
Figure 7.16), which is accessible by site users. It provides a site-level view
of deleted content and contains all items deleted from a particular site.

Home > Sites > Project Team > Recycle Bin

Recycle Bin

Use this page to restore items that you have deleted from this site or to empty deleted items. Items that were deleted more than 30 day(s) ago will be automatically
emptied, To manage deleted items For the entire Site Collection go to the Site Collection Recycle Bin,

‘E'Restnre Selection | ¥ Delete Selection

[ Type Name Original Location Created By Deleted+ Size

[} iE'}] FY08 Planning. docx [SiteDirectory/projectteam/Shared  Katie Jordan 11122006 3:11 PM 17.5KB
Documents

[T &)  FY0s Q1 Report.xisx jSiteDirectoryfprojectteam/Shared  Katie Jordan 11/12/2006 3:11 PM 18,7 KB

Documents

FIGURE 7.16  The Recycle Bin enables an end user to restore deleted items.

NOTE The Recycle Bin works by capturing delete events. If items go missing
due to errors, data corruption, or other problems, they will not be recoverable
via the Recycle Bin. This is why a full backup process must exist. They Recycle
Bin is a convenience item for users who accidentally delete a file or other item.

NOTE The firstlevel Recycle Bin counts toward the site’s maximum quota.

The second level of the Recycle Bin is the administrative Recycle Bin
(see Figure 7.17), which is accessible by site collection administrators. It
provides a site collection-level view of deleted content and contains all
items deleted from a particular site collection. In effect, SharePoint
administrators are no longer responsible for maintaining replica environ-
ments for item-level restores. In addition, inadvertent site deletions can be
managed through the use of custom event handlers that automatically back
up a site prior to deletion. Both offer significant support time reductions.
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Site Collection Administration

8 Sgarch settings

8 Search scopes

8 Sgarch keywords

8 Site directory settings

8 Site collection usage reports
o Site collection features

o Site hierarchy

@ Portal site connection

a Site collection audit settings
8 Audit log reports

8 Site collection policies

o Site collection output cache
8 Site collection cache profiles
a Site collection object cache

@ Yariations

@ Yariation labels

8 Variation logs

@ Translatable columns

FIGURe 7.17  Site collection-level Recycle Bin settings are available for top-level sites.

SQL Server Backup

Microsoft SQL Server Backup and Restore is typically used by large organ-
izations because they already have SQL Server Tools or offsite data cen-
ters. It’s also because the person/group responsible for the databases is a
DBA, rather than the administrator of Office SharePoint Server. If you are
in a large organization where this situation is likely, we recommend this
option. We'll leave the steps to back up SQL Server to the DBA.

SQL Enterprise Manager can schedule backup tasks, which enables
the DBA to automate the backup process. We recommend that the
DBAC(s) responsible for the SharePoint databases get proper training on
the structure of the SharePoint databases.

It is important to note, however, that only the configuration and con-
tent databases get backed up. The next section describes other important
items you need to back up.
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What’s Not Covered by a SharePoint Backup

As powerful as the SharePoint Backup tool appears, it does not contain all
the elements necessary to recreate your SharePoint environment. While
SharePoint stores all of its content in SQL Server (documents, images,
text, security, site metadata, and so on), there is a collection of files on the
file system that are not in the database, and therefore they do not get prop-
erly captured in a backup.

The following items play a pivotal role in the generation of SharePoint
pages but are not covered in the SharePoint backup:

m Third-party or custom Web parts

m SharePoint site definitions and XML files

m SharePoint .aspx template pages

m SharePoint script files

The first step in a successful recovery process is the restoration of the envi-
ronment using the Backup/Restore tool. The subsequent steps involve
bringing in any elements that were not captured in the SharePoint backup.
The biggest piece of this is the inclusion of nonnative SharePoint Web
parts. Whether purchased from a vendor, acquired online, or custom built,
Web parts must be registered in a specific way in order for SharePoint to
consider them “safe.” While this is not a chapter on deploying SharePoint
Web parts, let’s quickly touch on the two main requirements for a success-
ful Web part deployment.

First, the associated DLLs need to be placed on the file system, either
in the underling BIN directory of the virtual server or in the Global
Assembly Cache (GAC). Second, the Web part must be placed in the list
of Safe Controls. This is done in the SharePoint Web.config file. If you
examine this file, you'll notice a collection of Web part registrations under
the SafeControls node. All Web parts, even native SharePoint Web parts,
must be registered here. The challenge from a DR perspective is that this
file, Web.config, and the associated Web part DLLs are not captured in a
SharePoint backup.

If these steps are not executed in a restoration process, the SharePoint
pages that contain the respective Web parts will not properly generate
(they may not generate at all, redirecting you to a generic error page).
Therefore, it is important to take inventory of all nonnative Web parts used
and to store the associated CAB or install files for future restoration. You
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Table 7.1

may even do this in the SharePoint document library to ensure that they
do get captured in the SharePoint backup process.

In addition to Web parts, other system files might be altered through
standard or advanced SharePoint customization. These files include
underlying xml, aspx, and script files. All SharePoint file system files reside
in the following directory:

C:\program files\common files\microsoft shared\Web server
extensions\12

It is important to note any changes made to files in this directory and
to take appropriate measures to document the alterations in your DR plan.
Table 7.1 shows an example of a section that you should include in your
disaster recovery plan so that you can track these changes.

A Change Log Is Important for Customizations Made to SharePoint Because

There’s No One Place for Custom SharePoint Artifacts

Date

4/20

5/18

Description Location Approved

By

Updated portaljs ~ \I2ZTEMPLATE\LAYOUTS\  mcardarelli sjamison

to accommodate portal.js

customization

Added logo.jpg file \I2\TEMPLATE\IMAGES\ mcardarelli sjamison
logo.jpg

Outside the bounds of the SharePoint-related files necessary for full
portal restoration, but equally important, is the need to have a plan in place
to ensure that any replica environment stays consistent with the software,
patches, and third-party Web parts deployed in the original environment.
A disaster recovery plan should always denote the current state of the
SharePoint servers and should be updated as changes are made.

NOTE Because the MOSS 2007 DR tools are somewhat anemic, many enter-
prise customers opt to purchase a third-party backup and restore tool. For exam-
ple, DocAve 4.1 from AvePoint enables SharePoint administrators to monitor
multiple SharePoint 2003 and 2007 farms across the globe, perform item/
subsite/site-level data backup, fullfidelity restore, within or cross-site content
management, seamless data archiving, and site-specific “one-switch” disaster
recovery from a single Web UL.
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Key Points

This chapter has provided some key tips regarding your SharePoint disas-
ter recovery plan. In summary:

m SharePoint Disaster Recovery requires a well-maintained, docu-
mented plan.

m IT Administrators now have greater control over what components
within SharePoint can be restored.

m As your SharePoint environment matures, it will become increas-
ingly complicated to restore SharePoint and all its connected
elements.
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