#!/usr/local/bin/expect

#

# command syntax <host ip addr>  <tftp server addr> (if CLI options enabled)

#  

# Administrator Defined Variables

#

# If you want to define the target router using the CLI uncomment (good option

# if you use the tool as a CLI tool

#

set host [lindex $argv 0]

# If you want to define the target host within the script uncomment (good option

# if you are calling this script from CRON

#

#set host x.x.x.x.

#

# If you want to define the TFTP server as a CLI option comment

#set TFTPS [lindex $argv 1]

#

# If you want to define a static TFTP server uncomment

set TFTPS 172.30.71.7

#

# Username Properties

#

# Set the Enable password here

set ENPASS emmetis1

# Set the username here, needed if TACACS/RADIUS authentication is used on 

# the routers

set USER mmartin

# Set the username password or VTY password here

set PASS emmetis1

#

spawn telnet $host

#spawn ssh -l $USER $host

#

#

#

expect "Username:" {send "$USER\r"} \

        "Password" {send "$PASS\r"} \

        "refused" exit

#

expect "Password" {send "$PASS\r"} \

         ">" {send "enable\r"}

# Enter into Enable Mode

#

expect ">" {send "enable\r"} \

       "Password:" {send "$ENPASS\r"} \

#

expect "Password:" {send "$ENPASS\r"} \

        "#" {send "\r"}

#

expect "#"

#

send "copy tftp://$TFTPS/namedacl-del run\r"

expect "g]?"

send "\r"

expect "#"

send "logout\r"

